1.0 | NTRODUCTI ON

This plan is the software managenent plan for the XYZ Project.
The XYZ Project is the Acquirer of software capabilities and
rel ated services. These capabilities and related services may
be provi ded by ot her NASA organi zations, Universities, general
and m ssion support contractors or contractors providi ng end-
itens with enbedded and support software. Throughout this
docunent the term"Project” is used to refer to the XYZ Project
inits role of software Acquirer.

Throughout this docunent the term"provider" is used to refer to
devel opers and providers of software and software services
regardl ess of the nature of their organization or their
affiliation with the Project.

Each provider of software to the Project shall devel op and
submt for Project approval a Software Managenent Pl an that

foll ows the organi zation, format, and content of the Managenent
Plan Data |Item Description (NASA-D D- MD00) in NASA Sof tware
Docunent ati on Standard (NASA-STD-2100-91). It shall respond to
each of the provider requirenents given in this docunent.

1.1 Identification of Document
This is the Software Managenent Plan (SMP) for the Project.
1.2 Scope of Docunent

This SMP establishes the Project's managenent processes for the
software to be acquired by the Project to satisfy its
requirenents. It also contains requirenents to be satisfied by
the providers of all software purchased, contractually acquired,
devel oped or maintained for the support or execution of the
Project. |Its provisions apply to all Governnent organizations,

i n-house activities and contractors providing software
capabilities and/or support to the Project. Except for software
and hardware interfaces to Project capabilities and schedul es
for the availability of support resources, it does not apply to
operational institutional capabilities that are not specifically
devel oped or nodified to support the Project.

The term"software” as used in this docunent includes code,
docunent ati on, associ ated data, and "firmmare", which is
software installed in a nmediumthat cannot be dynam cally
changed.

1.3 Purpose and bjective of Docunent

The purpose of this SMP is to define software managenent
processes to be followed by the Project, and responsibilities,
st andards, procedures and organi zational relationships for al
software activities associated with the Project. It establishes
sof tware acqui sition and devel opnent practices, standards, and



techni cal procedures. It establishes nanagenent, engineering,
and assurance requirenents for providers of software.

1.4 Docunent Status and Schedul e

This is the initial version of the Plan. It will be reviewed by
t he software manager at each maj or systemreview, or at siXx
month interval, which ever is shorter. Needed changes will be

made subsequent to each review

1.5 Docunent Organization and Rol | - Qut

The organi zation, format, and content of this plan follow the
Managenent Plan Data |Item Description (NASA-DI D- MD00) specified
by NASA Software Docunentation Standard (NASA-STD-2100-91).

This SMP is organi zed as foll ows:

Section 1 - provi des an overvi ew of the context,
structure, and content of this Software Managenent Pl an
(SMP) .

Section 2 - identifies docunents that contain the
requi renents and references used in this SWP.

Section 3 - identifies and provides a description of
the software that the Project will acquire.

Section 4 - defines the business practices to be
used by the Project and business practice requirenents for
provi ders.

Section 5 - defines the Project's software

managenent practices and sets software engi neering
requi renents for the provider.

Section 6 - N A. Devel opnent planning shall be
included in the provider's Software Managenent Pl an.

Section 7 - TBS. Describes the Sustaining
Engi neeri ng and Operations Activities after the software is
turned over to the operations staff.

Section 8 - defines the Project's software assurance
program by defining the Project's oversight activities and
identifying requirenents for the provider.

Section 9 - identifies the Project's software risk
managenment processes and provi der requiremnents.

Section 10 - identifies the Project's approach to
sof tware configurati on nmanagenent and provi der
requi renents.



Section 11 - TBS. Describes the Project's processes
for delivery and operational transition. Ildentifies

provi der requirenents for planning for delivery and
operational transition activities.

Section 12 - defines all abbreviations and acronyns
used within this docunent.

Section 13 - is a glossary of all special ternms used
within this docunent.

Appendi x 1 - contains the software docunentation
requi renents i nposed on providers.

Li st of Figures:

FIGL - Project Work Breakdown Structure, first cited in 4.2
FI& - Project Organi zation Structure, first cited in 4.3.3
FIG - Change Request Flow, first cited in 10.2.2.2
FI& - Change Request Form first cited in 10.2.2.3



2.0 RELATED DOCUMENTATI ON
2.1 Parent Docunentation

This is the top-level docunent of the Project's Software
Docunent ati on Set .

2.2 Applicabl e Docunents

The policies, standards, procedures, and formats contained in
the foll owi ng docunents are established as requirenents for the
Project and all providers.

| EEE Std 729-1983, | EEE Standard 3 ossary of Software
Engi neering Term nol ogy, February 18, 1983.

NASA- STD- 2201-93, Software Assurance Standard, Novenber
10, 1992.

NASA- STD- 2100-91, Software Docunent ati on Standard,

NASA- STD- 2202- 93, Software Fornal | nspections Standard

NASA Software Acquisition Life Cycle, Version 4.3
Sof tware Requirenents, Project Document TBS1
Sof tware Master Schedul e, Project Docunent TBS2
Software Ri sk Assessnent, Project Docunent TBS3
2.3 | NFORVATI ON DOCUMENTS
The foll ow ng docunents provide guidance that will assist the
providers in conplying with Project software requirenents

identified by this SWP.

NASA Headquarters Code Q SMAP-GB- A201, Software
Assur ance QGui debook, Septenber 1989.

NASA Headquarters Code Q SMAP-GB- A301, Software
Qual ity Assurance Audits CGui debook, Novenber 1990.

GSFC Sof t war e Engi neering Laboratory, SEL-84-101,
Manager' s Handbook For Software Devel opnent, Novenber
1990.

GSFC Sof t war e Engi neering Laboratory, SEL-81-305,
Recommended Approach to Software Devel opnent, June
1992.

GQui del i nes for Standard Payl oad Assurance Requirenents
(SPAR) for GSFC Orbital Projects, Change 3, May 1992.



3.0 PURPGCSE AND DESCRI PTI ON OF PROQIECT SOFTWARE



4.0 RESOURCES, BUDGETS, SCHEDULES, AND ORGANI ZATI ONS

This section describes the business aspects of the Project's
software acquisition. It shows how the Project will manage cost
and schedul e, and specifies requirenents to be |evied on
software providers to devel op and submit business rel ated

i nformati on.

4.1 Business Practices Definition and Revi sion Process

The Project has defined processes to estinmate costs and
schedul es, and requirenents for providers to estimate costs and
schedul es. The Project estimates will be used to validate those
of providers; negotiated provider costs and schedules will be
part of the arrangenents between the Project and its providers.
The project requires progress reporting fromeach provider that

i ncl udes expenditures and progress. These reports will be used
by the Project to nanage the business related aspects of the

sof tware acqui sition process and to assess progress.

4.1.1 Definition of Activities

The activities that the Project will use to manage the busi ness
rel ated aspects of each providers are:

Estimation and re-estimation of cost and schedul e.
Tracki ng of costs.
Assessnent of progress and schedul e.

4.1.2 Met hod and Approach

The Project will devel op estimates of cost and schedul e for each
provi der, based on the Wrk Breakdown Structure (WBS) descri bed
in section 4.2, to conpare with and validate the initial
estimates received fromeach software provider. In addition,
the Project will prepare a nmaster schedule, to be used by each
provi der, for delivery of all products. The Project will, after
negotiation with the provider, agree on a WBS breakdown of cost
and on schedules. The Project will assess progress against the
agreed to WBS resource use profiles and schedul es by eval uati ng
provi der progress reports as defined in section 4.1.3. At each
major life cycle review, new estinmates of cost and schedule to

conplete will be submtted for Project review and approval. The
accepted estimates will be used for assessment during the next
phase of devel opnent. Deviations fromestimates will result in

Project action to anal yze the cause of the deviation and the
corrective action required.

The Project will use the reports defined in section 4.1.3 for
nmonitoring the progress of providers of software. Problens
identified will be addressed with the providers. Solutions to

probl enms may result in changes processed through the



configuration managenment system or in technical direction to
the provider. Problens whose solution requires contractua
changes will be dealt with through the appropriate processes via
the Contracting Oficer.

4.1.2.1 Initial and Revi sed Esti mates of Resources and Schedul e

Each software provider shall use a a consistent and repeatable
met hodol ogy to devel op, allocate, analyze, and revise software
devel opnment staff hours and skill m x and schedul e esti mates.
Providers shall docunment in their SVMP the definition of the

nmet hodol ogy and paraneters used to produce the estinates
contained in their devel opnent plans. |f their nethodol ogy's
estimating nodels and planning criteria are industry standards,
or are commonly used and well docunented in the techni cal
literature, providers need only identify them If the planning
met hodol ogy used is unique or proprietary, it must be described
in sufficient detail to enable the Project to enulate it and to
aut henticate that emul ati on using the provider's paraneters.
The SMP shall also include all non-proprietary data paraneters
i nput to the methodol ogy/ nodel to produce the resulting
estimates and schedul es.

The provider's SMP shall include initial estinmates of code size
for each deliverable CSCI and each non-deliverable software
conponent to be devel oped under the contract. For each

del i verabl e and non-deliverable, the required estimtes are (a)
anticipated total Iines of code and (b) anticipated |ines of new
code.

The provider shall also identify deliverable CSCls and non-

del i verabl e software conponents, if any, that include conmon
units of software. | n each instance, the estinmated total nunber
of common |ines of code and the estinmated nunber of comon new
lines of code are to be identified.

Revisions to the code size estimates shall be provided by the
provi der at the Software Specifications Review (SSR), the
Prelimnary Design Review (PDR), and the Critical Design Review
(CDR).

4.1.2.2 Progress Assessnent

The Project will assess progress of each provider against both
mast er schedul es provided by the Project and agai nst detail ed
schedul es supplied by the provider. Progress will be assessed
mont hly, and problenms and risks will be discussed with the

sof tware provider and corrective action agreed upon where
required.

The provider shall establish and use a procedure for
guantitatively nmeasuring and reporting software devel opnment
progress. The program shall consist of three elenents; (a) a
scheme whi ch assigns nunerical progress values (NPVs) to



devel opnment achi evenents, (b) a set of procedures for awardi ng
val ue to products, and (c) nmechani sns for docunenting and
tracking the quantitative status of each Conputer Software
Configuration Item (CSCl) and Conputer Software Conponent (CSC)
The quantitative progress assessnent program and its conponent
el enents shall be conpletely defined within the provider's SWVP.

The provider's quantification schenme shall establish the maxi num
numeri cal value (NPV) that can be achi eved by the successful
devel opment of each CSCI. This maxi num val ue shall be prorated
across the life cycle products of the CSCI. The prorating
schenme shall be further extended downward by sub all ocation of
val ues to second and third (if they exist) |ower |evel CSCl

el enents (CSCs, nodules, routines, etc.). |If nore than one
iteration of the software life cycle (i.e. build process) is
required for a CSCI, the provider's quantification schene shal
provi de a sinple and unanbi guous neans for assigning values to
each build sequence. The values thus allocated and sub

al l ocated shall be further subdivided across states of

i npl enentation (e.g. initiated, in-progress, conpleted, tested,
accepted) through which each Iife cycle product and | ower | evel
CSCl el enents normal |y proceed.

The provider's quantification schene shall heavily weight early
life cycle products (i.e. concept, requirenents and design) and
products achi eving baseline status. The schene shall al so

i ncl ude penalty (negative) values for unresol ved probl ens
reported against a product that has been established as a
basel i ne.

The provider's procedures for awarding NPVs to products shall be
based on docunments that officially record the results of forma

i nspections, reviews, audits, tests and reports. A progress
summary file shall be maintained in the Software Devel opnent

fol der (see section 5,4,7,1,10) for each CSCl and CSC. Each
file shall identify the subject conponent by name, identify its
current inplenentation state and present earned NPV. The file
shall also include a list of the docunents that are the basis of
each val ue awarded to the subject conponent. These files and

t he docunents referenced by them shall be available to the

Pr oj ect.

4.1.2.3 Managenent Revi ews

Each formal review required by Section 8.2 of this plan shal

i nclude a Software Managenent Review. The Software Managenent
Revi ew shal| address the current status of the provider's

sof tware acconplishnents. The review shall present
acconpl i shnent as neasured by the provider's earned val ue system
in light of planned and actual expended staff-hours, avail able
resources and schedules. |If the actual NPV, resource profile,

or schedule are nore than fifteen percent (15% out of line with
t hose established by the SMP for the current point in the

devel opnent process, the provider's presentation shall show how



schedul e and/ or resource shortfalls are to be recovered. The
sof tware provider shall provide new estinmates of cost and
schedule to conplete for Project review and approval. The
accepted estimates will be used for assessnment during the next
phase of devel opnent.

4.1.3 Reporting, Mnitoring, and Revi sion

Each provider shall report cost, progress, and schedul e as
specified in the arrangenents with the provider. For those
provi ders who are under a contract that includes a required

Proj ect Measurenent System (PM5) and 533 reporting, the PM5S and
533's will be used by the Project to extract the needed tracking
information. Those providers with whomthe arrangenent is non-
contractual or where the contract does not include a

requi renents for both PM5 and 533 reporting, but who are being
funded by the Project will cost information nonthly, as
specified in the provider agreenent.

4.1.3.1 Mont hly Reports

The provider shall routinely prepare and forward nont hly
sof t ware managenent and status reports to the Project. Each set
of nonthly reports shall be forwarded by a transmttal letter
which lists the attached reports, identifies any reports due but
not being forwarded and a statenment sunmarizing the status of
provi der software activities. These reports will be reviewed and
anal yzed by the Project to independently assess provider
progress and status of Level 1 CSCs.

Sof t war e managenent and status reports shall be forwarded to the
Project not later than the 10th working day of the nonth
followi ng the period covered by the report. The specific
reports to be delivered nmonthly to the Project are:

CSCl and CSC Status Report - This report sumrari zes the current
status of each CSCl and its level 2 CSCs. For each CSCl's |evel
2 CSC, the report shall include a status assessnent statenent,
the CST's current NPV, and the nunber of problens and/or

di screpanci es renai ni ng open. Copies of all software problem
reports opened and/or closed during the reporting period shal
acconpany this report.

Perf ormance Measurenment Report - This report is a detai
conpanion to the provider's CSCI And CSC Status Report. It

i ncl udes copi es of schedules that reflect actual versus
schedul ed acconplishnments. For each CSCI and its Level 2 CSCs,
this report shall also include conparisons between current NPVs
and resource expenditures with those projected for the reporting
period by the SMP. The cumul ati ve nunber of probl ens opened,

cl osed and remai ning open for each CSCI and its CSCs shall also
be included in the report. The report will explain major
departures from pl anned acconpli shnents and expenditures,
significant increases in the nunber of problemreports opened,



and open problemreports carried forward fromthe previous
reporting period.

Lessons- Learned Report - This report describes unanticipated
probl ens encountered by the provider, solutions to problens,
expedi ting techni ques/ met hods used, and actions taken to prevent

recurrence of the problenms. |If no reportable | essons have been
| earned during the reporting period, the nonthly report
transmttal letter will state that no Lessons-Learned Reports

are being forwarded.
4.1.3.2 O her Reports

Software Audit Report - This report provides the status of the
provider's software audit activities. It shall identify the
areas and itens audited and the findings and action itens
resulting fromthe audit. Provider Software Audit Reports are
to be forwarded to the Project not later than ten working days
followi ng the conpletion of the audit.

Software Review Report - This report provides a description of
the formal software reviews conducted by the provider. It

i ncludes the topics covered by the review and action itens
resulting fromthe review. Provider Review Reports are to be
forwarded to the Project not later than ten working days

foll owi ng the conpletion of the subject review

4.2 Work Breakdown Structure (VBS)

The Project software WBS is shown in Figure FIGL. Each provider
shall use the Project WBS as a franework for staffing and
managi ng t he software devel opnent effort. The top |evel
elements in the WBS are as foll ows:

Pl anni ng and Managenent - includes the devel opnent and
adm nistration of all software planning docunents,
managenent and control board neetings, and managenent
audi ts.

Acqui sition/ Purchase - includes the devel opnent of al
procurenent and purchase docunents, source selection
activities, and acceptance testing of conmmercial off-the-
shel f (COTS) software.

Anal ysis and Design - includes all conceptual engineering;
enconpassi ng devel opnment of "throw away" prototypes,
supporting analysis, and the devel opnent of design
docunent s including requirenents definition.

Devel opnent - activities associated with the production and
control of conputer code including nodification or
enhancenent of inherited, purchased or governnent furnished
sof tware and operating the software devel opnent library
(ShL).
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Performance Assurance - with the exception of Verification
and Validation (see 4.1.1H below), includes all software
assurance functions as defined in the NASA Software
Assurance Standard, NASA- STD-2201-93, and as required by
section 8 of this plan.

Operation and Maintenance - activities required to utilize
and correct operational deficiencies of software that has
been established as an operational baseline.

Logi stics and Adm nistrative Support - activities required
to acquire and distribute software devel opnent supplies and
materials; activities required to maintain and operate
equi pnent and facilities used by the devel opnment staff.
I ncl udes transportation of equipnment and staff travel.

Verification and Validation - includes the activities
identified and defined by section 8.2 of this plan.

4.2.1 Activity Definition

The provider shall use the project WBS in the process of
preparation of cost estimates. \Where needed, the provider shal
add and define sub-activities. The sub-activities and the cost
accounts definitions required by section 4.2.2 of the DID wi ||
be used as part of the cost estimation process and will be
supplied to the Project as required in procurenent docunents.
The information need not be in the provider's SMP. Therefore,
this section and section 4.2.2 may be marked NVA in the

provi der's SMP

4.2.2 Cost Account Definition
N A - see above.
4.3 Resource Estimation and All ocation to WBS

The provider's SMP shall contain a matrix which shows
devel opnment staff hours allocated to each WBS el enent for each
life cycle phase.

4.3.1 Schedul es

The master mlestone schedule for the Project is included by
reference to TBS2. The provider shall devel op a naster
schedul e, for all phases of devel opnent that concurs with the
Project master schedule. The provider's software devel opnent
schedul e shall include all nmajor life cycle mlestone events.
Section 4.1.2.1 discusses the initial and revised estimates.

The Project will maintain two | evels of schedule. The Master

Sof tware Schedul e contains najor Project mlestone events and
sof tware provider reviews and deliveries that have been
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established by agreenment with the provider. The Project
Sof t war e Managenment Schedul e shows each provider's schedule for
the next lower |evel events required to neet the Master Software
Schedul e. The Project will nonitor progress based on the
Sof t war e Managenent Schedul e and copies of the provider's
updat ed schedul es t hat acconpany each nonthly Performance

Measur enent Report (Section 4.1.3.1, above).

Providers shall maintain a hierarchical set of software
schedul es that are consistent with the Project’'s WBS and the
Proj ect Master Schedul e. The provider's schedul es shall show
the activities and events required to devel oped each top | evel
CSCl broken down to two week intervals. Changes that inpact the
Sof t war e Managenent Schedul e but not the Master Software
Schedul e shall be included in the provider's nonthly nanagenent
reports.

Proposed changes that inpact the Master Software Schedule will
be controlled by the Project as Class | change requests. Such
requests shall be submitted for Project review and approval at

| east six weeks prior to the earliest event that nay be inpacted
by the proposed change. Provider schedules revised to include a
Class | change shall be delivered to the Project one week
foll ow ng the change's approval

4.3.2 Funds and Budgets
N A
4.3.3 Organi zati on

The Project's organi zational structure is shown in Figure Fl&.
It shows the Project nenbers with najor software
responsibilities. Their responsibilities are as follows:

4.3.3.1 Software Manager (SM:

The SMis responsible for the successful nanagenment of the
Project's acquisition of software that nmeets requirenents and is
delivered on schedul e and within budget. These responsibilities
i ncl ude the devel opnent and mai nt enance of this docunent, i.e.
the Project's Software Managenent Plan. The responsibilities of
the SM al so include, but are not restricted to, the foll ow ng:

The SMwi Il be the Project's approval authority for al
matters pertaining to the acquisition of software.

The SMw Il review and approve provider's software
managenent pl an.

The SMwi Il ensure that at the conclusion of each life cycle

phase, software size, effort, and schedule re-estimations
are made and anal yzed.

12



The SMw Il serve as chairperson at all life cycle phase
transition reviews. The SMwill ensure that all revi ew
itens are resol ved.

As a result of the review, the SMw ||l determ ne that each
life cycle phase has been successfully conpleted. |If so,
the SMw Il direct the provider to begin the work of the
next phase.

The SMw Il nonitor provider staffing and staff changes to
ensure continuity and sufficiency of expertise to neet
schedul e requi renents.

The SMw Il review progress reports from providers (as
specified in section 4.1.3) . The reports will present
current status, acconplishnments for the reporting period,
pl anned achi evenents for the next period, and issues,

probl ens and concer ns. Using the information in the
reports, the SMwll identify software managenent probl ens
to be resolved with the providers.

The SMwi Il nonitor the products and processes of any
provi der's software subcontractors to ensure end-to-end
qgual ity. Managenent of subcontractors will be a prine
contractor (provider) responsibility.

The SMw || assure that provider software is delivered in
accordance with the Project Mster Schedul e.

The SMwi Il chair the Interface Wrking Goup (see section
5.4.7.2) which is responsible for the devel opnent and
mai nt enance of 1CD s for external interfaces.

The SMw || provide technical direction to software

provi ders and support contractors especially on issues

whi ch potentially have long-termeffects on system schedul e
and cost.

The SMwi Il chair the Software Ri sk Managenent Revi ew Board,
(See Section 9) and will manage risk reduction processes,
based on the assessnents of the Board. The SMw |l approve
or di sapprove wai ver requests submtted by providers and
assessed by the Board.

4.3.3.2 Software Assurance Manager (SAM Responsibilities
The Project SAMis responsible to the SMfor ensuring that
provi der software nmanagenent, devel opnment, and assurance
prograns are being conducted according to the provider's
approved software managenent and devel opnment plan and the
appl i cabl e standards and procedures.

The SAM s responsibilities include but are not limted to:
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Establish the Project's software assurance requirenments and
pr ocedur es.

Pl an and conduct the Project's software assurance program

Revi ew t he Software Assurance sections of provider Software
Managenent Pl ans and recomend changes and/or approval .

Assure that all software capabilities are being devel oped or
procured according to the providers software managenent
pl an by:

¥ Eval uati on of providers' software assurance activities
by review of their Software Assurance Reports.

¥ Conduct of schedul ed and unschedul ed software audits,
participation in software nanagenent neetings and
software technical reviews, assessnent of software
reports and dat a.

¥ Wtnessing inspections and tests to assure that they
are perforned according to approved pl ans, standards
and procedures.

¥ Exam ning the results of reviews, inspections, and
tests to verify that the products neet their
acceptance criteria.

Assure that all software products are adequately reviewed
and/or tested for conpliance with established standards and
requi renents.

Assure that revi ewed docunents and tested software are the
current, correct versions.

Assure that the Project's Nonconformnce Reporting and
Corrective Action (NRCA) data base is established and kept
current. and that all non-conformance are properly
docunent ed and enter ed.

Assure that all changes to the software are made in
accordance with approved software configuration nmanagenent
pr ocedur es.

4.3.3.3 Software Configuration Managenent O ficer (CMO
Responsibilities

The Project CMO, as head of the Project's Software Configuration
Managenment (SCM organi zation, is responsible to the Software
Manager for establishing and maintaining the proper |evel of
Project control over its products. Specific CMO
responsibilities are to:
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Establish the Project's Configuration Managenent (CM system
and provider requirenents.

Establi sh and maintain the Project's Change Request (CR)
tracki ng data base.

Devel op the Project's Software Configurati on Managenent Pl an
section of the SMP.

Manage the SCM Il ibrary and thereby control the use and
revision of official copies of baseline conponents.

Act as secretary to the Project's Configuration Control
Board (CCB) by preparing and distributing its agendas and
m nutes, recording status of CRs effected by CCB

del i berati ons and preparing Project change authorizations
for CCB approved CRs.

Produce and distribute periodic CR data base and indivi dual
product CR status reports.

Support Project functional and physical configuration audits
(FCA & PCA) of providers.

Revi ew provi der's Configuration Managenent Pl an for
conformance to Project requirenents.

4.3.3.4 Provi der Organi zational Requirenents

Provider's software activities shall be organized and structured
such that their managenent interfaces with the Project, hardware
and service providers, and one another are appropriate in kind
and scope of authority.

In order to interface with the Project organi zati on shown above,
and to carry out the responsibilities of devel oping software,
each provi der organi zation shall designate:

A qualified software specialist to act as its highest |evel
Software Manager (SM for all Project related software
devel opnment functions. The provider's SM shall be
responsi bl e for planning and directing all aspects of

sof tware devel opnents, acquisitions, subcontracting,
products and services. The SMshall be identified in the
provi der's Software Managenment Plan by nane, title and
organi zati onal placenment. Should the provider choose to
further delegate responsibilities, |lower |evel managers
shall report to the provider's SMand they shall also be
identified in the SMP.

A qualified software specialist to act as Software Assurance
Manager (SAM for all Project related software activities.
The SAM shall have a reporting channel to managenent of the
provider's organi zation that is independent of the
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provider's Project managenent and software devel opnent
function.

A Configuration Managenent O ficer to manage and direct the
provi der's configuration nanagenent process.

An | ndependent Software Test Goup (ISTG for all software
testing except unit |evel devel opnment testing. Although
the | STG shall not include persons involved in the

devel opnent of the software; nenbers of the devel opnent
activity may participate in testing in a supporting role.

4.3.4 Equi prment

Al'l equi prment required to support the devel opnent of Project
software shall be listed in the provider's SMP. Section
5.4.2.1.2 contains requirenents for a Software Support
Environnment (SEE) that includes CASE tools. Equipnent for the
SEE shall be listed.

4.3.5 Materials, Facilities, and other Resources

All materials, facilities, and other resources, including the
software portions of the SEE, required to support the

devel opment of the Project software shall be |isted and
described in the provider's SM.

4.3.6 Managenent Reserves
N A
4.4 Work Authorization

The agreenent with each provider shall serve as an authorization
to proceed with work as docunented in the agreenment, subject to
any special contract requirenents for other authorization
processes. For work that is in addition to an original
contract, changes to the software, its interfaces, cost, and
schedul e shall be processed and assessed through the provider's
CM system and then the Project's CMsystemas required in
Section 10 and then appropriate docunents shall be forwarded to
the Contracting Ofice for official direction to the contractor.
Only the Contracting O ficer may direct the commtnent of
Government funds and authorize additional work.

For GSFC internal providers who are working under an agreenent

other than a contract, the SM shall authorize additional work or
addi ti onal funds.
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5.0 ACQUI SI TI ON_ACTI VI TI ES PLAN

This section of the SMP descri bes how the Project wll
effectively nmanage the activities of software providers. It
identifies software nmanagenent requirenents and constraints that
are binding upon software providers. Standards that providers
are to use in the devel opnent and assurance of software products
are al so specified.

5.1 Procurenent Activities Planning

Procurenent planning information that supports the Project's
acqui sition of software by nmeans of conpetitive contracts is
sensitive data and nust be controlled. It is inappropriate to
i nclude such information in a SMP that will be w dely
distributed and reviewed in public prior to the procurenent.
The topics of information identified by this section are
included in controll ed docunents that are required by NASA' s
procurenent policies and procedures. These sensitive docunents
are available only to authorized individuals.

5.1.1 Procurenent Package Preparation
N A
5.1.2 Proposal Eval uation
N A
5.1.3 Contract Negoti ation
N A
5.1.4 Procurenent R sks
N A

5.2 Oganizational Requirenents and Life Cycle Adaptations

5.2.1 Busi ness Practices, Resources, and Organi zati onal
Requi renent s

See section 4.1. for business practices and resources and
section 4.3.3 for Project organizational information and
provi der requirenents.

5.2.2 Life Cycle Adaptations and Approved Wi vers

Providers shall use the NASA Software Acquisition Life Cycle,
Rel ease 4.3. Provider proposed adaptations to the life cycle,
such as devel opnment by builds, increnental devel opnent and/ or
phased delivery shall be described in the provider's SMP. In
proposi ng any adaptation, the provider shall describe the
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reviews and their relationships to the life cycle phases, and
the baselines to be struck at the conpletion of the reviews.

In addition to the reviews in the life cycle (discussed in
section 8.2) the

the provider shall conduct a Software Managenent Revi ew ( SMR)

i mredi ately followi ng each life cycle m|estone review. SMs

shal | address the technical and progranmatic risks associ ated

wi th the next phase of the life cycle and the provider's risk

managenent pl ans.

A detail ed discussion of the life cycle steps is given in
section 5.4 and its subsections.

5.3 Managenent Approach

The Project's approach to managi ng the devel opnent of Project
software is, in priority order, based upon ensuring (a) that
critical functlonal perfornance and quality requirenents are
satisfied, (b) that effective use of devel opnment resources is
maxi m zed, and (c) that delivery schedules are net. The
responsi bility of ensuring that the nmanagenent objectives is net
is assigned to the software manager.

5.3.1 Software Managenent Responsibilities

The following table lists the CSCls shown in Section 3.0 and the
provi der for each:

CSCl Pr ovi der

5.3.2 Cat egori zation and C assification Policy

It is the Project's policy that devel opnent of software units
shall be carried out using nmanagenent, engi neering, and
assurance practices that are appropriate to the |Ievel of cost
and risk inherent to devel opnent and use of the unit and its
potential inpact upon the software systemand the Project if the
unit fails to fulfill its requirenents.

Based on the Project's policy and the software risk categories
defined bel ow, providers shall describe within their SVWP a
process for determ nation of the risk categories of software to
be devel oped and the managenent, engi neering and assurance
practices to be associated with each category.

5.3.2.1 Sof t war e Cat egori es

The foll owi ng software risk categories have been established by
GSFC Managenent Instruction (GM):
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Category A - Critical Software

Software categorized as "Critical"™ is required to be highly
reliable and of high quality. It will have to neet rigorous
operational scenarios, and the consequences of failure are high.
Ful | application of state-of-the practice software managenent,
engi neering, and assurance techniques are required to assure the
software will fulfill its assigned role.

Category B - Inportant Software

Software categorized as "Inportant” is required to be above
normal in reliability and quality. It is a key part of a system
the failure of which could cause the loss of a difficult to

repl ace asset or allow unauthorized access to data covered by
the privacy act. Use of formal, high | evel software managenent,
engi neering, and assurance practices are required to neet the
reliability and quality needs for the software.

Category C - Normal Software

Software categorized as "Normal " is expected to operate
reliably. QOccasional failures can be tolerated, and failure of
the software system cannot cause | oss of a NASA asset. Adequate
met hods are to be in place to detect failures of the software
and the effects of such failures and to conpensate for them
Formal ity and organi zati on are expected in the nmanagenent,

engi neering and assurance processes used to devel op the
software, but extensive efforts are not to be applied to
increase the reliability of the system

Category D - Limted Use Software

Software categorized as "Limted Use" is generally personal in
nature. It is acceptable if it fails rather frequently, and
other qualities, such as ease of change, may be nore inportant
than reliability. Conservation of resources during devel opnment
is determned to be nore inportant than assuring quality and
reliability, and there is a correspondingly |ow | evel of
formality in the use of managenent, engineering, and assurance
practi ces.

CSCls to be devel oped are defined in section 3. The CSCls are
assigned to the above criticality categories as foll ows:

CSCl Pr ovi der Cat egory

5.3.2.2 Application

The provider shall define nmanagenent, engineering, and assurance
activities for each category to which the Project has assigned
their CSCl that are appropriate to the criticality of the
category. The applicable activities shall be used during the
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Requi renents and Architectural Design Phases of the life cycle
phases. Followi ng the PDR for the CSCl, providers shal
categori ze each | ower |evel conponent of the design
architecture. In this process, the | ower |evel conponents shal
be assigned to one of the categories in section 5.3.2.1, but in
no case to a category higher than that assigned to the CSCl of
whi ch the conmponent is a part unless the CSCl is reassigned to
t he hi gher category. Providers shall update their Software
Managenent Plans to include these categorizations and the
rational for each assignnment. The revised provider SWP shall be
transmtted to the Project for approval.

After assignnent of the |lower |evel conmponents to categories,
the provider shall apply the appropriate nanagenent,

engi neering, and assurance activities to each conponent.

Aggr egat es of components shall be treated at the criticality
| evel of the highest conponent in the aggregate.

5.3.3 Managenent Mechani sns

The foll ow ng paragraphs identify the mechani snms that the
provi der shall use to control software life cycle devel opnent
activities.

5.3.3.1 Requi renent s Devel opnent and Contr ol

First level systemsoftware requirenents are defined by TBS1
The provider shall derive |lower |evel requirements fromthe
requirenents in TBS1 using the processes identified by Section
5.4.3.

The Project Configuration Control Board (CCB) and provider's
CCBs are responsible for controlling software requirenents that
have been established as baselines at their respective |evels.
The control processes shall be in conformance with the CM

requi renents in Section 10 of this docunent.

Detail ed requirenments for each CSCI shall be docunented
accordi ng to NASA- DI D- P200. Sof tware providers shall furnish
the Project with draft copies of the CSCl's prelimnary, final
and revi sed Requirenents Docunent prior to the CSCl's SCR, SRR
and PDR respectively.

5.3.3.2 Schedul e Devel opnent and Contr ol

See section 4.3.1 for schedul e devel opnent and control processes
and provider requirenents.

5.3.3.3 Resour ce Devel opnent and Control

See section 4.1 for resource devel opnent and control processes
and provider requirenents.

5.3.3.4 I nt ernal Revi ew Concepts
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N A
5.3.3.5 Ext ernal Revi ew Concepts

The Project will conduct formal reviews of the provider software
as described in Section 8.2 of this docunment. Provider
requi renents for formal reviews are also defined in Section 8. 2.

5.3.3.6 Board Support

The Project has established a software CCB. Its functions and
roles are as defined in section 10. |In addition, the Project
has established an Interface Wirking Group. Its role and
functions are as described in Section 5.4.7.2. The Software
Ri sk Managenent Board will support the software nanager in
anal ysis and control of risks. [Its functions are described in
Section 9 and are refered to in Section 5.3.8.

5.3.3.7 Managenent and Contr ol

Control of costs and schedul es and assessnment of progress is
explained in Section 4. Ri sk managenent processes to be
followed are in Section 9. Configuration Managenent is in
Section 10.

5.3.3.8 Metrics

The Project will use netrics as nanagenent and quality
i ndicators. To support this use, each provider shall establish
and i npl ement a software netrics programwhich will enhance

their capabilities to manage and direct the software devel opnment
process and facilitate the gromh of product quality.

Software netric data shall be collected that support the
guantitative evaluation and analysis of trends for the entire
life cycle devel opnent process and the products that it
generates. Metrics to be collected include, but are not limted
to:

Nunber of requirenments established/ nodified/ del eted
Sof t war e change requests

Source |ines of code estimates

Desi gn/ code conpl exity index

Percent menory, CPU, and I/O utilization

Source code growh rate

Detected code error rates

Probl em reports opened/ cl osed/ remai ni ng open/ cunul ative
Effort data (staffing profile)

Devel opnent CPU tine usage and trends

Nunber of audits, inspections, reviews, wal k-throughs, etc.
Devel opnent activity status
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The collection, reporting and analysis of netrics shall be
automated to the fullest extent practicable and shall be
performed on a nonthly basis.

Metrics shall be provided to the Project both as raw data and in
graphi cal form

5.3.4 Docunent ati on Requi renents

The docunentation requirenents placed on providers are shown in
Appendi x 1.

5.3.5 Ri sk Managenent

See section 9 of this docunent for the Project's Ri sk Managenent
approach and provider requirenents.

5.3.6 Confi gurati on Managenent

See section 10 of this docunent for the Project's Configuration
Managenent approach and provi der requirenents.

5.3.7 System Assurance and I ntegration

See Section 8 of this docunment for the Project's Assurance pl an
and provider requirenents.

5.3.8 Devi ati on and Wai ver Procedures
The Project will review all provider requests for deviations
and/ or waivers to software standards and requirenents. Wi ver

requests shall be submitted in witing to the Project Software
Manager, explaining the circunstances for the request and the
justification for it. The waiver request shall be submtted and
approved before the provider takes any action based on the

wai ver. The Project Software Ri sk Managenment Review Board wil|
review the wai ver and advi se the Software Manager of its
assessnments of the risks contained in granting the waiver.

Wi vers may only be granted by approval of the Software Manager.

5.3.9 Mai nt enance O Managenent Pl an

The Project SMwill review and revise this docunment according to
the schedule given in Section 1.4.

The provider's SMP shall be maintained to be current throughout
the software life cycle by incorporating those changes resulting
frommlestone reviews and risk abatenment decisions. Revisions
to the provider SMP are to be presented during the Software
Managenent Revi ew session of the next formal review that follows
t he revision.

5.4 Techni cal Approach
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5.4.1 Syst em Requi renents and Constraints

System requirenents and constraints are described in TBS1. This
docunent is the baseline fromwhich the software provider wll
begi n the devel opnent process.

5.4.2 I nt egrated System Description
The software systemis described in section 3.0 of this plan.
5.4.3 Sof tware Requirenents Definition Process

The software requirenents for the Project were devel oped during
the Project's software concept and initialization phase. Both
the requirenments and concept docunents are available to software
provi ders for use in devel opi ng specific and detail ed software
requi renents for their software. Project software requirenents
are contained in TBS1. This docunent is controlled at the
Project |level, and any changes to these requirenents can only be
done as a result of an approved Change Request, processed as
expl ained in section 10 of this plan.

During the software requirenents phase, the software concept and
al |l ocated systemrequirenents are to be anal yzed and docunent ed
as software requirenents. Software requirenents are to be
docunented in software requirenents docunents in the fornmat
given in NASA -STD-2100-91, DI D P200. Each software requirenent
is to be identified with a control nunber. The requirenent
docunent shall show the source of each requirenent, cross
referencing to the Project provided docunents.

The provider shall describe, in his Software Managenent Pl an,
the processes to be used to analyze the Project |evel

requi renents to produce the detailed requirenents from which
design and testing can be done. The process nmay include
nodel i ng, simulation, and prototyping as appropriate. Detailed
requi renents shall be identified as functional, performance, and
interface requirenents.

As a part of the requirenents analysis, test planning is to
begin, with a general nethod for verifying each requirenent
identified and included in a prelimnary test plan. A general
met hod of testing shall be identified for each nunbered
requirenent.

As the requirements analysis is done, the provider shal
identify technical risks and shall establish risk managenent
control nechani sns.

The requirenents are reviewed in the phase endi ng Software

Requi renents Review (SRR) (see section 8.2). A software

requi renents baseline shall be established by the provider after
the satisfactory resolution of issues raised at the review
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The contents of the software requirenments baseline becone a
permanent part of all succeeding baselines and are the basis
agai nst which the remai ni ng devel opnent effort is authenticat ed.

5.4.4 Sof tware Design and | npl enentati on Process

The software design and inpl enmentation process involves
conpleting the software prelimnary design, the software
detail ed design, the coding and unit testing, and the
integration of all software nodules. The process is to be done
in four phases, each of which is described bel ow

5.4.4.1 Software Architectural Design Phase

The objective of the software architectural design phase is to
devel op an overall design for the software, allocating all of
the requirenents to software conponents. The software

requi renents are controlled and managed, and the contents of the
requi renents baseline are changed only by a formal process. The
phase ends with the prelimnary design review, during which the
acqui rer and devel oper agree on the architecture of the system
that is to be produced. Rework and action itenms resulting from
the review are tracked and conpl et ed.

The software provider shall group the requirenments into | ogica
sets that contain those that are to be satisfied by a design
unit or Conputer Software Configuration Item (CSCl). As a
general rule, a CSCl is to be established for a separable piece
of the software systemthat can be designed, inplenented, and
operat ed i ndependently. Qwher criteria that may go into the
deci sion to nanage a piece of software as a CSCl are:

The software is critical to the overall performance, or
there is a high level of risk involved, or systemsafety
rel ated tasks are contained in the item

The software is highly conpl ex, incorporates new
technol ogi es, or has stringent performance requirenents.

The software encapsul ates interfaces with other software
itens that currently exist or are provided by other
or gani zati ons.

This part of the software is expected to have nore than
usual change or nodification after it becones operational.

The software contains all of a specific domain of
functionality such as application, operating system etc.

The software is installed on a different conputer platform
fromother parts of the system

A part of the software is planned to be reused.
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The prelimnary design shall show the design of the software to
at least the functionality of the software at the next |evel
down the control hierarchy fromthe CSCl. It shall be
docunent ed according to DI D P300.

Each provider shall describe in the Software Managenment Pl an
t he net hods and processes to be used to do the detail ed design.
During the process, the provider shall identify risks based on
t he design and shall update his risk managenent contro
processes to deal with all identified risks.

The Project will review the software prelimnary design at a
formal Software Prelimnary (Architectural) Design Review (PDR)
(see section 8.2).

A Software Allocated baseline, shall be established after the
conpletion of the PDR. The All ocated baseline shall contain the
architectural design of the system and docunents showi ng how t he
requi renents are allocated to the design. It shall also contain
all the updated docunments fromthe Requirenments baseline, along
with the architectural design specification

5.4.4.2 Software Detail ed Design

During the software detail ed design phase, the architectural
design is expanded to the unit level. The resulting detailed
desi gn defines the design of each CSCl in a way that w ||
provide all the capabilities and neet the deign constraints
specified in the software all ocated baseline. Software
specifications include designs at a level and in a formthat
such that unit design, coding, and testing can be perforned.
This specification identifies the nodul es that nmake up the CSCl,
the architecture of each nodule to the unit |evel, the nodule
and unit interfaces, the data files to be used during the
execution of the CSCl, and the user interface to be inplenented
in the CSCl. The detail ed design shall be docunented in the
software detail ed design specification, according to DI D P400.

The provider shall describe in the Software Managenent Pl an the

activities that will be carried out and the nethods to be used
during the detail ed design phase. During the process, the
provi der shall identify risks based on the design and shal

update his risk nmanagenent control processes to deal with al
identified risks. During the phase, interface control docunents
shall be conpleted and test plans shall be revised. Constraints
and object systemresource limts shall be re-estimted and

anal yzed.

At the end of the phase, the Project will conduct a Software
Critical Design Review (CDR). After conpletion of the review
and the resolution of issues raised at it, the provider shal
establish a software design baseline. This baseline contains
the detailed (code to) design for the software.
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5.4.4.3 Sof tware | npl enentation

During the software inplenentation phase, the software i s coded
and unit tested. Al docunentation is produced in quasi-final
form including internal code docunentation. At the end of the
phase, all required products shall be ready for delivery,

subj ect to nodification during integration and testing.

The provider shall describe in the Software Managenent Plan the
processes to be used during the software inplenentation process.

At the end of this phase, the Code Baseline is struck. This is
the first time that the code itself is becones part of a
configuration managenent baseline. This baseline shall be a
provi der baseline, w thout delivery and acceptance revi ew of
products by the Project.

5.4.4. 4 Software Integration and Test Phase

The objectives of the software integration and test phase are to
integrate the software units into a conpleted system discover
and correct any nonconfornmances, and prepare for the fornal
acceptance of the system The phase ending review is the test
readi ness review, during which the devel oper provides to the
acquirer evidence that the software systemis ready for
acceptance testing. During this phase, the test plan is
execut ed, the software product docunentation is updated and
conpl eted, and the products are finalized for delivery.

The provider shall describe in the Software Managenent Plan the
nmet hods and procedures to be followed in the integration and
test process. The plan shall show how the provider testing
organi zation will use the code baseline, which shall include
baselined test plans, to test and integrate the CSCls and then
to integrate theminto a deliverable software system The plan
shal | al so describe how, after the controlled software
conponents have been integrated and tested, the integrated
software will be placed under configuration managenent contro

in a programlibrary.

After the systemtesting has been conpl eted and put under fornal
control, an FCA shall be performed to authenticate that the
actual performance of each CSCI conplies with the requirenents
stated in the baselined software requirenments docunment. This is
acconpl i shed by eval uation of the test nethods, procedures,
reports, and other engineering and desi gn docunentati on.

After the FCA has been successfully conpleted, a PCA shall be
conducted to exam ne the as-built CSCI agai nst required
deliverables, as defined in the contract deliverables
requirenents list (CDRL). The PCA is perforned to ensure that
all deliverable itens are present and conplete, and the system
is ready for acceptance testing.
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After the provider certifies that the FCA and PCA are conpl ete,
the Project will conduct a Test Readi ness Review (TRR). After
resolution of any problens found during the TRR the software
integrated baseline is struck. This baseline contains the

del i verabl e software and docunments, updated to show as built
design. Along with the software, all other deliverable itens,
such as popul ated data bases and tables, conputer installation
procedure, and test beds are part of this baseline.

5.4.5 Software Test and Delivery Process

During the software acceptance test and delivery phase, the
formal acceptance procedures are carried out. The Project wll
W tness a requirenents-driven denonstration of the software to
show that it neets the baselined requirenments. |In addition, the
Project will tests the software, using requirenents driven tests
based on operational scenarios. These tests will be prepared by
the operations staff. It is the intent of this testing to
assure that the software will function correctly in its intended
environnment. At the end of the phase, a software acceptance
review and audits (FCA and PCA) will be conducted by the

Pr oj ect.

The provider shall describe in the Software Managenent Pl an how
it will support the Project's activities as described above.
The provider shall conduct the denonstration and shall support
the test process. The provider shall resolve al

nonconf ornmances identified during the denonstrations, the
Project testing, and the FCA and PCA.

At the end of the testing and any retesting required by

nonconf ormances, the Project will conduct an acceptance review.
The review wil| consider the test results, the FCA and PCA
results, and the Project QA reviews of docunents and code.
After resolution of issues identified at the review, the
software products will be accepted for use.

The accepted products becone the Product Baseline, which will be
controlled by the Project as cited in the configuration
managenent section of this plan.

5.4.6 Sof t war e Mai nt enance and Updating Process

After acceptance the software is used to achieve the objectives
for which it was acquired. Corrections and nodifications mnust
be made to the software to sustain its operational capabilities
and to upgrade its capacity to support its users. QOperation and
use of the software will be done by the operations provider.

The provider will be contractually required to support the

sof tware, resolving discrepancies found during operations.

Sof tware changes that are corrective action will be made by the

provider. The provider shall also train the operations
contractor to do corrections and nodifications to the software.
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The provider shall detail in its Software Managenent Pl an the
processes and activities it will follow to phase over to the
operations contractor the maintenance responsibility and
capability. Especially inportant is the phase over of the
devel opnent engi neeri ng environmnent.

During operational use, the baselined operational software and
al | basel i ned docunents are under strict configuration
managenent control of the acquirer CMO. No baselined software
and applicabl e docunents can be changed w thout follow ng the
change request process, including CCB approval.

Details of the Sustaining Engineering and Operations activities
of the operations contractor are shown in section 7 of this
pl an.

5.4.7 Sof t war e System Engi neeri ng

The foll owi ng sections address requirenents for software
engi neering net hodol ogy that are to be followed by all software
provi ders.

5.4.7.1 | mpl enent ation Policies and Standards

The foll ow ng polices and standards apply to all software
providers and all software devel oped by them Specific
standards to be followed are listed in Section 2.2, Applicable
Docunent s.

5.4.7.1.1 Software Devel opment Met hods

The provider shall use systematic and wel | -docunmented structured
sof tware devel opnent nethods to performrequirenents anal ysis,
design, coding, integration, and testing of the software. The
nmet hods to be used shall be docunented in the provider's
Sof t war e Managenent Pl an.

The provider shall inplenent software devel opnment net hods that
support formal reviews and audits. The formal reviews and
audits are those summari zed in sections 5.4.3 through 5.4.5, and
explained in detail in section 8.0. The provider shall docunent
sof tware devel opnent net hods and codi ng and style standards in

t he Software Managenent Pl an.

5.4.7.1.2 Software Engi neering Environnent

The provider shall establish a software engineering

(devel opnent) environnment to support the software engi neering
effort. The provider shall inplenent plans for the installation,
configuration control, and naintenance of each itemin the
environment. The provider shall docunent the software

engi neering environnent in the Software Managenent Plan. This
description shall include the hardware and software tools, their
uses, their maintenance, the configuration control of the tools,
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and the period during which they will serve as a part of the
envi ronment .

The provider shall use a conputer-aided software engi neering
(CASE) tool (s) which inplements the chosen structured anal ysis
and design nmethods to produce behavioral and essential nodels.
The CASE tool (s) selected for use nust be avail abl e for purchase
by the Project. The plans for the use of these tools and for
what products generated by the tools are to be incorporated into
sof tware docunentation shall be docunented in the Software
Managenment Pl an. These products and the devel oped source code
shall be available in electronic format to the Project upon
request .

5.4.7.1.3 Top- Down Sof t ware Desi gn

Design shall be initiated by establishing a functional design
hi erarchy, where the top is the overall mssion to be perforned
by the provider's CSCl

Downwar d devel opnment of design shall be perforned by:

Revi ewi ng and expandi ng the functions from higher levels to
each lower level with the assistance of CASE tools to
verify interfaces and docunent the results.

Establishing criteria (e.g. size, conplexity, use of conmon
data, etc.) for defining CSUs.

Iteratively evaluate functions, CSU selection criteria, and
desi gn concepts to establish CSUs of the hierarchy,
functions of each CSU, and interfaces.

Reconciling differences in the software design and the
requi renents allocated to CSUs at each |evel.

Recording the criteria, rationale, and tradeoffs used to
establish the selected design in the SDFs.

5.4.7.1.4 Non- Devel opnent al Sof t war e

To facilitate cost-effective devel opnment and support of
deliverabl e software, the provider is encouraged to incorporate
non- devel opnental software (comercially avail abl e software,
Gover nnent - furni shed software (GFS), public domain software, and
proprietary software into the software design as appropriate.

The provider shall performthe followng activities prior to
i ncor porating non-devel opnental software into the software
desi gn:

Describe in the Software Managenent Plan the data rights and
docunent ati on the provider plans to provide to NASA
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Describe in the Software Managenent Plan the plan for

eval uati ng software and docunentation to determ ne whet her
such software satisfies specified systemrequirenents and
perfornms as docunent ed.

Describe in the Software Managenent Plan plans for neeting
software security requirenents.

Docunent the non-devel opnental software in the manner

requi red of devel opnental software. A reverse engineering
tool may be used for integration of this software into the
devel opnental system so that the required CASE too
docunent ati on products nay be generated for the software
systemas a whole. This also applies to the use of

exi sting proprietary software.

Docunent plans for the test and validation of software to be
incorporated into the CSCI according to the Software
Managenment Pl an .

I f non-devel opnental code is used to satisfy software
requi renents, the follow ng requirenents apply:

The provider is responsible for the selected software
neeting the functional, performance, and interface
requi renents placed on it.

The provider is responsible for ensuring that the software
neets all applicable standards, including those for design,
code, docunentation, or for securing a Project waiver to

t he standards.

Acceptance testing of the GFS, existing, or purchased
software shall be done in accordance with nmethods used for
devel opnment al sof tware.

GFS whi ch does not neet the requirenents placed on it, or
whi ch functions in a manner inconsistent with requirenents
pl aced on the provider, shall be pronptly and formally
docunented and reported to the Project. The Provider shal
obtain Project approval prior to making changes to GFS.

The provider shall apply the configuration nmanagenent

requi renents of section 10.0 and t he nonconformance
reporting and corrective action requirenents of Section 8.7
to such software

5.4.7.1.5 Comput er Software Organi zation
The provider shall partition each the software into CSCls in

accordance with the description in section 5.4.4.1. Each CSCl
shall be partitioned into CSCs and Conputer Software Units (CSU)
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in accordance with the devel opnment mnet hods(s) docunented in the
provi der's Software Managenent Pl an.

5.4.7.1.6 Traceability of Requirenents to Design

The provider shall maintain traceability throughout the

devel opnent process. Al design and interface requirenents,

t hroughout the life cycle, shall be traceable to the Project
provi ded software requirenents and to the derived software

requi renents. The CASE environnent shall contain a traceability
tool which shall be used to maintain the traceability. The too
and requirenments shall be electronically accessible by the
Project. The use of this tool with respect to software

requi renents traceability shall be docunented in the provider's
Sof t war e Managenent Pl an.

The provider shall also docunent the traceability of the

requi renents all ocated fromthe system specification to each
CSCl and its CSCs and CSUs. The requirenents all ocated to each
CSU, CSC, and CSClI shall be traceable back to the Project

provi ded requirenents docunent.

5.4.7.1.7 H gh Order Language

Software inplenentation shall be done in a Hi gh Oder Language
(HOL). The follow ng requirenents apply to use of HCOLs:

The provider shall describe the H gh Order Language(s)
(HOLs) selected to be used and define the criteria used for
selection in the Software Managenent Pl an.

The provider shall notify the Project and receive its
agreenent prior to use of any progranm ng | anguage
different fromthose described in the SV,

If Ada is to be used for any part of the inplenentation, its
use shall be in accordance with the NASA/ GSFC Sof t war e

Engi neeri ng Laboratory's Ada Style Guide and M L-STD- 1815A.
The providers devel opnent plan shall incorporate the use of
t hese standards.

Compi | ers used shall neet the correspondi ng Nati onal

Institute of Science and Technol ogy (NI ST) or American

Nat i onal Standards Institute (ANSI) standards.
5.4.7.1.8 Desi gn and Codi ng St andards

The provider shall establish and docunent in the SMP design and
codi ng standards to be used in the devel opnment of software.

5.4.7.1.9 Sof t war e Devel opnent Fol ders
The provider shall use Software Devel opnent Fol ders (SDFs) for
the control and docunentation of software. SDFs may be
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el ectronically maintained in the case tool or other |ocation.
Project access to SDFs shall be available. The provider shal
establish and docunent procedures for creating and mai ntaining
SDFs in the SMP. The provider shall also establish and docunent
SDF configuration control procedures in the SMP. SDFs shal
nmeet the follow ng requirenents:

The provider shall docunent the devel opnent of each CSU,
CSC, and CSCl in software devel opnent fol ders (SDFs). The
provi der shall establish a separate, organized SDF for each
CSU or logically related group of CSUs, each CSC or
logically related group of CSCs, and each CSCl

The provider shall establish the folders within one nonth
after the conpletion of the prelimnary design review and
shall maintain the SDFs until the delivery of the final
product and conpl etion of the contract.

The SDFs shall be nmade avail able for Project review upon
request. SDFs may be generated, maintained, and controlled
by aut onated nmeans. To reduce duplication, SDFs should not
contain information provided in other docunments or SDFs.

The SDFs shall include (directly or by reference) the
foll owi ng information:

Design requirenents

Desi gn consi derations and constraints.

Sour ce code.

Desi gn docunentation and data

Schedul e and status information

Test requirenments and responsibilities.

Test cases, procedures, and results.

Configuration control activities and change reports to
include traceability of the requirenment for change,
the authorizing authority, and the changes nade to

sof t war e/ docunent ati on.

Resul ts of wal kt hr oughs, reviews, and inspections, with
findings and reconmendati ons and acti ons taken.

5.4.7.1.10 Processi ng Resources and Resource Capacity
The provider shall analyze the processing resource requirenents,

such as conputational use and timng, nenory utilization, 1/0
channel wutilization (including bus utilization) and shal
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al |l ocate the avail abl e resources anong the CSCs and CSCls. The
provi der shall nonitor the utilization of processing resources

and shall reallocate the resources as necessary to satisfy the

reserve requirenents.

5.4.7.1.11 Mai ntai nability

Software naintainability is defined as the ease of detecting and
correcting errors in the software. The provider's plans for
produci ng mai nt ai nabl e code shall be included in the SMP. The
provi der shall meet the follow ng requirenents:

The provider shall follow the proposed coding and design
standards in order to assure that code and docunentati on
errors are easy to detect and correct.

The provider shall maintain traceability between
requi renents, designs, inplenmentations, and test procedures
to facilitate error detection and correction.

The provider shall provide plans for producing the
i nformati on necessary for the operation and mai nt enance of
the software in the sustaining engineering section of the

SMP.
5.4.7.2 Interface Control Process
Interfaces external to the providers software will be docunented

in Interface Control Docunents (ICDs). These ICDs will be
devel oped and pl aced under Configurati on Managenent control at

the Project level. The Project has established an Interface
Working G oup (IW5, chaired by the Software Manager, to devel op
the ICDs. Each software provider will nane a nenber of the

wor ki ng group. Schedul e of conpletion of the ICDs is shown in
TBS2.

5.4.7.3 Dat a CGeneration and Managenent Process

Devel opnent of default and basel i ne values for tables and
paranmeters used to control the operations or conputations of
software shall be the responsibility of the software provider,
except where the paraneters are, in effect, an interface to
anot her system or conmponent. In the |later case, the selection
of the paranmeters and devel opnment of their values is the
responsibility of the IWa Once sel ected and approved by the
Project, the paraneters and their value shall be placed under
Confi gurati on Managenent.

Generation of test data shall be the responsibility of the
provider. Selection and availability of test data from

provi ders of other system conponents will be the responsibility
of the Project Software Manager. During the requirenents

anal ysis process, a prelimnary test plan is to be devel oped
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(see section 5.4.3). Each version of test plans shall show the
source of data needed to execute the tests.

5.4.7.4 Per f or mance Assessnent Process

The assessnent of performance agai nst performance requirenents
shall be done as part of the integration and acceptance testing
described in sections 5.4.4.4 and 5.4.5, and generally referred
to in section 8.2

5.4.7.5 Oper ati ons Mai nt enance Process

Sust ai ni ng engi neering and operations are described in section
7.0 of this plan.
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6.0 DEVELOPMENT ACTI VI TI ES PLAN

This section of the plan is omtted since the Project will not
directly devel op any software. Each provider shall include a
Devel opnent Activities Plan in the required Software Managenent
Pl an (see section 1.2.
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7.0 SUSTAI NI NG ENG NEERI NG AND OPERATI ONS ACTI VI TI ES PLAN
TBS by Proj ect
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8.0 ASSURANCE PLAN

The Project will conduct a software assurance programthat shal
include quality assurance, verification and validation, quality
engi neering, safety assurance, and security and privacy
assurance. The Project Software Assurance Manager (SAM shal
be responsi ble for planning and execution of the assurance
program The foll ow ng paragraphs detail the Project's plan,
and specify software assurance requirenents for software

provi ders.

Each software provider shall conduct a software assurance
programthat satisfies the provider requirenents in this

docunent and that satisfies the requirenents in the NASA

Sof t ware Assurance Standard, NASA-STD-2201-93.

Each Provider shall include in the required software nmanagenent
pl an (see section 1.2) a plan for a software assurance program
i n accordance with the above stated requirenents.

8.1 Qual ity Assurance Pl anni ng

The Project and each provider shall conduct a program of
Software Quality Assurance (SQA), which is a planned and
systemati c approach to the evaluation of the quality of and
adherence to software product standards, processes, and
procedures. SQA includes the process of assuring that standards
and procedures are established and are foll owed throughout the
software acquisition life cycle. Conpliance with agreed-upon
standards and procedures is eval uated through process

nmoni tori ng, product evaluation, and audits. Software

devel opnment and control processes shall include quality
assurance approval points, where an SQA eval uation of the
product shall be done in relation to applicable standards.

8.1.1 Approach and Activities

The Project will conduct oversight of the provider SQA

organi zation to assure that the provider is carrying out a

sof tware assurance programthat neets requirenents. The Project
SAM i s assigned this oversight responsibility. As part of the
oversight role, the Project will perform both schedul ed and
unschedul ed audits of providers to establish the degree of
conformance to the standards and procedures and to reported
st at us.

The Project will review and approve the standards and procedures
proposed for use by providers, and will assess the quality of

all of the provider's delivered products agai nst the appropriate
st andar ds.

The provider shall conduct software quality assurance activities

t hroughout the software life cycle in accordance with the
foll ow ng requirenents:
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During the software concept and initiation phase, the
software quality assurance activity shall be involved in
the witing and review ng of managenent plans to assure
that the processes, procedures, and standards identified in
the plan are appropriate, clear, specific, and auditable.

During the software requirenents phase, the software quality
assurance activity shall assure that the software

requi renents are conplete, testable, and properly expressed
as functional, performance, and interface requirenents.

During the software architectural (prelimnary) design
phase, the software quality assurance activity shall:

assure adherence to desi gn standards;

assure that all software requirenents are allocated to
sof t war e conponents;

assure that a test verification matrix exists and is
kept up to date;

assure that Interface Control Docunments are in
agreenent with the standard in formand content;

review Prelimnary Design Review docunentation and
assure that all action itenms are resolved; and

assure that the approved design is placed under
configuration control.

During the software detail ed design phase, the software
gqual ity assurance activity shall:

assure that approved design standards are foll owed;

assure that the results of design inspections are
i ncluded in the design; and

review Critical Design Review docunentation and assure
that all action itens are resolved.

During the software inplenentati on phase, the software
qual ity assurance activity shall audit:

the results of coding activities;
status of all deliverable itens;

configuration nmanagenent activities and the software
devel opnment |ibrary;
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t he nonconformance reporting and corrective action
system

During the software integration and test phase, the software
gqual ity assurance activity shall:

assure readi ness for certification testing;

assure that all tests are run according to approved
test plans and procedures and that any nonconfor mances
are reported and resol ved;

assure that test reports are conplete and correct;

certify that testing is conplete and software and
docunentation are ready for delivery; and

participate in the Test Readi ness Revi ew and assure all
action itens are conpl et ed.

During the software acceptance and delivery phase, the
software quality assurance activity shall assure that final
functional and physical configuration audits are conducted
i n accordance with Project-approved standards and

pr ocedur es.

During the software sustaining engi neering and operations
phase, there will be m ni-devel opnment cycles to enhance or
correct the software. During these devel opnent cycles, the
software quality assurance activity shall conduct the
appropri ate phase-specific activities described above.

8.1.2 Met hods and Techni ques

The Project will use an audit guide and checklists to perform
schedul ed and unschedul ed audits of the provider's software
process, products, and status reports. The Project will use
checklists and the provider's Project-approved standards in its
detail ed eval uati ons of each of the provider's products.

The provider shall explain, in the required SMP, the nethods and
techni ques to be used.

8.1.3 Pr oduct s

The Project will develop audit reports in accordance with Audit
Report, NASA-DI D-R002 for each audit conducted. The results of
the audit will be conveyed to the provider so that appropriate
action can be taken to correct any deficiencies found.

The provider shall describe in the required SMP the products of

the SQA process. The provider shall develop audit reports in
accordance with Audit Report, NASA-DI D-R002 for each audit
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conducted. Copies of the reports shall be furnished to the
Project, as required in section 4.1.3.2, for review and acti on.

8.2 Verification and Validation (V&) Planning

The Project and the provider shall conduct V&V activities, to
i ncl ude reviews, inspections and informal technical reviews, and
testing of all deliverable products.

8.2.1 Approach and Activities

The Project will conduct, and the provider shall support, fornal
reviews at the end of each life cycle phase. These reviews
shal |l include the Software Requirenents Review, the Software
Prelimnary Design Review, the Software Critical Design Review,
and the Software Test Readi ness Revi ew.

The reviews shall enconpass the itens to be included in the
configuration nmanagenent baselines to be established after the
successful conpletion of the review See section 10.2.1 for the
m ni mum contents of each baseline.

After each formal review, the Project Software Manager will

deci de upon the readi ness of the provider to begin the next
devel opnment |ife cycle phase. The Project Software Assurance
Manager wi Il nake a readi ness recommendation to the Software
Manager based on an assessnent of status and readi ness of
processes, procedures and standards needed in the next phase.
After conpletion of rework for problens found during the review
and correction of any readi ness problens, perm ssion to begin

t he next phase will be given.

GSFC Fl i ght Assurance Reviews are in addition to the end of

phase reviews specified above. They will be conducted by the
O fice of Flight Assurance. These reviews will be at the system
| evel, and software will be anpong the itens reviewed. The

provi der shall support these reviews as required above for
Project formal reviews.

The provider shall conduct an inspection and internal technical
revi ew program as foll ows:

The provider shall conduct fornmal inspections of
requi renents, according to NASA STD-2202-93, before
proceeding to design and inplenment the requirenents.

The provider shall conduct formal inspections or
wal kt hroughs of all other deliverabl e products.

The provider shall conduct three levels of testing: unit,

i ntegration, and acceptance readi ness testing. Unit, and
integration testing shall be informal testing conducted by the
provi der.
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Accept ance readi ness testing shall be formal testing conducted
by the provider and witnessed by the Project. The purpose of
accept ance readi ness testing shall be to show that the software
is ready for acceptance testing by the Project. Al

di screpanci es found during formal testing shall be entered in
the provider's Nonconformance Reporting and Corrective Action
(NRCA) system (see Section 8.7) and tracked until closure.
Access to this data in the NRCA systemshall be provided to the
Pr oj ect.

Test planning shall be done for all levels of testing. The
provi der shall submt to the Project for review and approval
test plans for the formal testing, such as the acceptance
readi ness testing. Once a test plan is approved, the provider
shal | prepare test procedures according to DID A200. The
procedures shall be used for the tests, and shall be avail able
for Project review and comment.

The Project will conduct Formal Acceptance testing on delivered
software, followi ng a Test Readi ness Review of the results of
Accept ance readi ness testing. Formal Acceptance Testing will
i nclude the generation of the system from source code, using
installation procedures provided. The Project will prepare test
pl ans, based on requirenents and operations manuals, and w ||
devel op test procedures according to DID A200. Di screpancies

found during Acceptance testing will be entered into the
Project's NRCA system and tracked until closure. The provider
shall correct all discrepancies found.

The provider shall conduct verification and validation
activities throughout the software life cycle in accordance
with the foll ow ng:

During the software requirenents phase, verification and
validation activities shall include:

anal yzing software requirenents to determne if they
are consistent with, and within the scope of, system
requi renents.

assuring that the requirenents are testable and capabl e
of being satisfied.

conducting formal inspections of requirenents.

creating a prelimnary version of formal test plans,
including a test verification matri Xx.

begi nni ng devel opnent of test beds and test data
gener at or s.

During the software architectural (prelimnary) design

phase, verification and validation activities shal
i ncl ude:
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updating the prelimnary version of the formal test
plan, including a test verification matrix;

conducting informal technical reviews or formnal
i nspections of the prelimnary software and data base
desi gns;

During the software detail ed design phase, verification and
validation activities shall include:

updating the formal test plan and the test verification
mat ri Xx.

conducting informal technical reviews or formnal
i nspections of the detailed software and data base
desi gns.

During the software inplenentation phase, the verification
and validation activities shall include:

wal kt hroughs or formal inspections of code.
unit testing of software and data structure units.

| ocating and correcting errors and testing the changed
sof t war e.

devel opnment of test procedures for the next two phases.

During the software integration and test phase, verification
and validation activities shall include:

conducting tests in accordance with test procedures.

docunenting test perfornmance, test conpletion, and
conformance of test results versus expected results.

providing a test report that includes a sunmary of
nonconf ormances found during testing.

| ocating, recording, correcting, and retesting
nonconf or mances.

During the software acceptance readi ness testing phase,
verification and validation activities include:

conducting formal testing, according to the formal test
pl an and procedures, to denonstrate that the devel oped
system neets its functional, performance, and
interface requirenents;

| ocating, recording, correcting, and retesting
nonconf or mances

42



8.2.2 Met hods and Techni ques
For each formal review, the provider shall:
Provide the required products for review.

Devel op and organi ze material for oral presentation to the
Project review team Copies of visual aids and other
supporting material that are pertinent to the review shall be
submtted to the Project at |east 3 working days before the
review.

Support splinter neetings resulting fromthe review

Produce witten responses to reconmendati ons and action itens
resulting fromthe review.

| nspections shall be conducted accordi ng to NASA- STD- 2202- 93.
Wal kt hr oughs shal |l be conducted according to provider devel oped
and Project approved procedures.

The provider shall conduct informal testing in accordance with
Proj ect - approved provi der standards and procedures.

The provider shall conduct, and the Project will w tness, fornal
testing in accordance with the Project-approved test plan and
provi der devel oped procedures.

8.2.3 Pr oduct s

The products of Formal |nspections shall be inspection reports
in accordance with the DID for Inspection Reports, NASA-DI D
RO03.

The results of informal reviews and wal kt hroughs shal |l be
docunented in the appropriate Software Devel opnent Fol der (See
Section 5.4.7.1.10). The provider shall sumrarize the results
of informal reviews and wal kt hroughs in the Monthly Progress
Report.

The results of informal testing shall be recorded in the
appropriate software devel opnent fol ders.

The results of formal tests shall docunented in accordance with
Test Report, NASA-DI D- RO09.

Di screpancy reports shall be docunented in accordance with
Di screpancy (NRCA) Report, NASA-DI D-R004. See section 8.7 for a
di scussi on of Nonconfornmance Reporting and Corrective Action.

8.3 Qual ity Engi neering Assurance Pl anni ng
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Software Quality Engineering (SQE) is the activity that

eval uates, assesses, and inproves the quality of software.
Software quality is often defined as the degree to which
software nmeets requirenents for reliability, maintainability,
transportability, etc., as contrasted with functional,
performance, and interface requirenents that are satisfied as a
result of software engineering.

The provider shall conduct a Software Quality Engi neering
programthat satisfies the requirenents of the Software
Assurance Standard, NASA-STD 2201-93, section 3.3.2. 1In
addition, the programshall satisfy the requirenents in the
remai nder of 8. 3.

8.3.1 Approach and Activities
Software classified in categories higher than "Normal" in
reliability requirenments will have additional processes

conducted during devel opnent to ensure that reliability is built
in. These categories, the software assigned to each category,
and the activities to be conducted are described in section

5.3. 2.

The provider shall collect data, analyze netrics, and use them
to guide quality engineering activities. Metrics and associ ated
requi renents are described in section 5. 3. 3. 8.

8.3.2 Met hods and Techni ques

Metric data shall be collected, stored in provider data bases,
and provided to the Project. The Project will conpute netrics
and trends using PC based tools.

8.3.3 Product s

The Project will devel op graphs and ot her displays that can be
used i n managenent and ri sk anal ysis.

8.4 Saf ety Assurance Pl anni ng
The Project will identify safety risks that can be caused by the

failure of software to performas required and any systemri sks
that are to be controlled by software during the baseline risk

assessnment process described in section 9.0. ldentified safety
risks will be tracked by the Project as technical risks, and
risk mtigation actions will be the responsibility of the SRWVB.

The provider shall conduct a software safety assurance program
that satisfies the requirenents of the Software Assurance

St andard, NASA- STD-2201-93, section 3.3.5. In addition, the
software safety programshall satisfy the requirenents in the
remai nder of section 8. 4.

8.4.1 Approach and Activities
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The following activities will be perforned to assure safety
requi rements are net:

Saf ety hazards, if any, will be identified in the Project's
baseline risk assessnent process.

Software requirenents associated with safety hazards will be
identified as critical, safety related, requirenents.

The provider shall describe in the SMP a plan to assure the
safety of the system the nethodol ogy for doing safety

anal yses, and the nethods to be used to ensure that the
software systemsatisfies critical, safety rel ated,

requi renents.

The net hodol ogy used by the provider shall contain a nethod
for the tracing of safety critical requirenments to software
conponents and the identification of the conponent as
safety critical. For identified safety critical software
conponents, software safety activities shall be initiated
to include requirenents, design, and code anal yses and
speci al testing.

The provider shall docunent and report on at all fornal
revi ews:

the steps taken to identify actual and potenti al
hazar ds.

t he approaches used to confront, address, and
neutralize hazards.

the use of safety engi neering approaches.

In the provider's testing program the provider shal
explicitly test all critical, safety-related requirenents.

8.4.2 Met hods and Techni ques

The provider shall identify in the SMP the nethods and
techniques to be used to identify safety critical requirenents
and safety critical software conponents and the anal yses and V&V
nmet hods to be used to ensure that they function as required.

The provider shall include the followng in the SM:

The provider shall have sonme formof criticality analysis;
specification analysis; and timng, sizing, and throughput
anal ysis that are used to identify safety critical software
requi renents and conponents.

For identified critical conponents, the provider shal
conduct formal inspection of the detailed requirenents, the
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detail ed design, the code, and the test plan and
pr ocedur es.

For identified critical conponents, the provider shall have
sonme formof design and code anal ysis and special safety
testing, which focus on |ocating program weaknesses and
identifying extreme or unexpected situations that could
cause the software to fail in ways that woul d cause a
violation of safety critical requirenents.

8.4.3 Pr oduct s

The provider shall submt risk anal yses and safety hazard
reports to the Project as required, and shall have avail able the
results of all safety related anal yses, inspections, and tests,
in the SDFs of the critical conponents.

8.5 Security and Privacy Assurance Pl anning
The Project will conduct a security assessment process by

considering and categorizing the sensitive information that is
to be nmanaged and controlled by the Project software. The

i nformation, including both prograns and data, wll be
categorized according to its sensitivity. The categorization
will nmeet the requirements contained in NM 2410.7A, "Assuring

the Security and Integrity of NASA Autonmated I nformation
Systens. "

Based on the categorization, the provider shall devel op security
requi renents. The security requirenments shall enconpass system
access control, including network access and physi cal access;
dat a managenent and data access; environnmental controls (power,
air conditioning, etc.) and off-line storage; human resource
security; and audit trails and usage records.

The provider shall conduct a software security and privacy
assurance programthat satisfies the requirenents of the

Sof tware Assurance Standard, NASA-STD-2201-93, section 3. 3.6.
In addition, the software safety program shall satisfy the
requirenents in the renmai nder of section 8.5.

8.5.1 Approach and Activities

The provider shall conduct security assurance activities that
are directed to ensuring that information being (or to be)
processed by the software system and the software being

devel oped has been assigned a proper sensitivity category as
defined in NM 2410.7A, and that the appropriate protection
requi renents have been devel oped and net in the software. In
addition, security assurance activities shall include ensuring
the control and protection of the software being devel oped
and/ or mai ntai ned, and of software support tools and data. A
m ni mum security assurance program shall ensure that:
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A security evaluation has been perforned.

Security requirenents have been established for the software
and data bei ng devel oped and/ or nai ntai ned.

Security requirenents have been established for the
devel opnent and/ or mai nt enance process.

Each software review and/ or audit includes eval uati on of
security requirenents.

The configuration managenent and corrective action processes
provi de security for the existing software and that the
change eval uati on processes prevent security violations.
Physi cal security for software and data is adequate.

The provider shall describe in the SMP the planned approach to

nmeeting the security and privacy requirenents.

8.5.2 Met hods and Techni ques

The provider shall review and anal yze security and privacy

requirenents to include the follow ng aspects: effective and

accurate operations; protection fromunauthorized alteration,

di scl osure, use or msuse of information processed, stored, or

transmtted; maintenance of continuity of automated information

support; incorporation of managenent and operational controls;

and appropriate technical, admnistrative, environnental, and

access saf eguards.

8.5.3 Product s

Results of the security review shall be provided to the Project.

8.6 Certification Planning

N A

8.6.1 Approach and Activities

N A

8.6.2 Met hods and Techni ques

N A

8.6.3 Product s

N A
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8.7 Nonconfornmance Reporting and Corrective Action
The Project and each software provider shall establish a
Nonconf or mance Reporting and Corrective Action (NRCA) system
whi ch shall provide for the recordi ng of nonconfornmances, the
eval uati on of inpact and establishing of priority, the tracking
and reporting of status, and the closure after testing. A
nonconf ormance shall be defined as a deviation of any product
fromits requirenments or standards. Nonconfornmance reports
shall be filed against any product in any phase of the software
life cycle after a product is first approved or baselined by its
devel oper and rel eased for wi der use. The NRCA system shal
interface with the CM systemin order to track the product
changes and versions that result fromcorrecting
nonconf or mances.
8.7.1 Approach and Activities
A designated formshall be used to make the nonconformance
report. The formshall contain at |east the follow ng
i nformati on:

Date and tinme of detection of the nonconformance.

Error identification (report nunber and title).

Reporting individual and organi zation.

I ndi vi dual responsible for corrective action.

Criticality of the nonconformance.

St at ement of the nonconformance.

Proposed fix for the nonconformance.

Identifier of the unit of code, data, or docunentation in
whi ch corrective action nust be taken.

Life cycle phase in which the nonconformance was introduced.
Life cycle phase in which the nonconformance was detect ed.
Fi nal cl osure resol ution

Dat e and/ or version of the configuration itemin which the
correction will be included.

Dat e on whi ch the nonconformance is cl osed.
Nonconf ormance reports shall foll ow NASA- DI D- ROOA4.
8.7.2 Met hods and Techni ques
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A nonconformance tracking and reporting system shall be used
that is able to provi de managenent reports containing error and
correction status, the nunber of errors found per product, and
the criticality of open problens. This data enables the inpact
of nonconformances to be evaluated so that the use of resources
may be prioritized. Al Nonconformance reports shall be entered
and tracked by the reporting system The Project shall have
access to and use of the information in provider nonconfornmance
syst ens.

Nonconf ormance reports shall be evaluated for criticality and
| evel of inportance. 1In addition, each nonconfornmance reports
shall be evaluated to identify those that contain requirenents
changes di sgui sed as nonconformances. Such reports shall be
rejected and shall result in the opening of a change request.
Factors to be considered in the criticality and | evel of

i mportance shall i ncl ude:

The inmpact of not correcting the nonconformance.
The resources required for correcting the nonconformance.

The inpact on other baselined itenms if the nonconfornmance is
corrected.

If the decision is nmade to correct a nonconformance, there shal
be procedures to control the corrective action process. Such
procedures shall include follow up to ensure the nonconfornance
has been docunented and corrected in the appropriate version of
software, and to assure that adequate testing, including
regression testing, is done. Provides shall docunent these
procedures in their SMP.

8.7.3 Product s
Each NRCA system shall provide access to the actual

nonconf ormance reports, and shall provide summary and st at us
reports that show the status of nonconformances.
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9.0 RISK MANAGEMENT PLAN

The objective of the Project's risk managenent processes is the
identification and control of risks, both technical and
programmatic, that could cause the acquired software to fail to
satisfy its requirenents, including those related to schedul e
and costs. To this end, the Project is establishing a Software
Ri sk Managenent Board (SRMVB), chaired by the software manager,
to review and disposition risk itens. The providers of software
are to establish risk managenent prograns that identify and
control risks and that support the activities of the Project
SRVB.

The Project Software Manager will cause to be conducted and
docunented in TBS3 a baseline software ri sk assessnent, based on
TBS1. This assessnent will:

Identify potential risks to the Project that may arise from
t he pl anned software acquisition, devel opnent, utilization
and support activities.

Anal yze the sources, if any, of each potential software
related risk and forecast the possible consequences if the
risk i s not renoved or counteracted,

Prioritize potential risks with respect to their possible
techni cal and programmatic inpacts, the probability of

t hose inpacts occurring, and the estimted cost for

precl udi ng or abating the potential risk.

Be presented to the Software Ri sk Managenent Board,

i ncluding the nethods and data used to performthe risk
assessnment, the results of the assessnment, and recommended
courses of action.

Result in provider requirenents for specific actions that
will reduce the identified risks.

Be available for providers in establishing their risk
managenent pl ans.

Each provi der shall establish an organized software risk
managenment programthat provides a systematic assessnent and
control of potential safety, security, technical, perfornmance
and schedul e risks associated with the devel opnent and
operational use of Project software. The provider's risk
managenent program shall be docunented the SWVP.

9.1 R sk Assessnent and Eval uati on Process
| dentification, assessnent, and evaluation of risks is intended

to be a continuous process. Both the Project SRVMB and each
provi der shall continuously assess software activities for risk,
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reporting to the Project any risks identified, along with
suggested actions to reduce or elimnate the risk.

In addition to the continuing process, there are specific life
cycle points at which a risk assessnent shall be nade. At the
begi nni ng of the requirenments anal ysis phase and prior to each
succeedi ng phase of the developnment |ife cycle the provider
shal | :

Identify and el aborate the objectives for the software product
and the devel opnment and rmanagenent processes.

Identify alternative nmethods of achieving the stated
obj ecti ves.

For objectives that do not have alternative nethods of being
achi eved or are have a high probability of not being achieved,
identify potential risks which nay preclude the objective from
bei ng achi eved.

For each potential risk identified, quantify the possibility
of an undesirabl e out cone.

Prioritize identified risks based on the conbination of their
probability of an undesirable outcome and the inpact severity
of those outcones upon the operational use of the software.

Provide a report of the results of the above steps to the
Project SRMB for review and approval .

In addition, each review of the software shall address risks. At
each formal review, the Project appointed reviewers will be
requested to identify potential technical, safety, security,
resource, schedule, or cost risks; the relative magnitude of
those risks and in light of the requirenents that the Project
software is to satisfy, what actions should be recommended.

The provider shall control high severity risks by:

Instrunenting risk prone activities, collecting risk rel evant
data, and conputing meani ngful risk netrics.

Est abl i shi ng nmanagenment procedures that increase visibility
into high risk areas and facilitate tinely decision making to
prevent, avoid and reduce ri sks.

Pinpointing risk sources, determning risk sensitivity over
ranges of source paraneter values, and resolving risk issues
t hrough a planned and systematic program of nodeling,
prototypi ng, phased delivery and reliability denonstrations.

Monitoring significant risk activities closely, analyzing risk

metrics to identify trends, tracking high risk products and
mai nt ai ni ng managenent pressure on corrective actions.
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9.2 Technical Risks

Fol | owi ng each End- of - Phase revi ew and Project audit, the
Project software manager and the Project Software Ri sk
Managenment Board wi |l independently assess software technical

ri sks using products, reports and data furni shed by the provider
and the reports of the review panel and auditors. The results
of these assessnents and associated action itens will be
provided to the software provider, who will be required to
control the risks.

The SRMB wi || assess all waiver requests submitted by providers
and advise the SMof any risks found in granting or not granting
t he wai ver.

9.3 Safety Risks

Potential software induced safety risks shall be identified

t hrough detail ed safety anal yses of software requirenents,
designs, and code. The traceability of the requirenents through
design and code into the test procedures shall be assured to
elimnate safety risks arising fromerrors of om ssion. The
conbi ned use of fault tree analysis and Petri-net diagrans shal
al so be used to identify potential sources of safety risks.

El emrents of the software design that are identified as
contributors to potential safety hazards shall be placed on a
critical itens list and subjected to in-depth analysis,

redesi gn, stringent change control and extensive operational
testing.

9.4 Security Risks

The provider shall periodically review the software devel opnent
environnment and its control processes and procedures to ensure
that the possibility of inproper alteration or |oss of source
docunent ati on, data or code has a | ow probability of occurrence.
The results of this review are to be reported to the Project.

9.5 Resource Risks

The provider shall identify resources, and their periods of

avai lability, that are critical to satisfying the technical and
delivery requirenents of the Project. These resources include,
but are not limted to; technical expertise, specialized

equi pnent and unique facilities. The provider's SMP shal
identify critical resources and a contingency plan that provider
will inplement in the event that a resource becones unavail abl e
during the period during which it is critical.

9.6 Schedul e Ri sks
The provider shall nmaintain current schedule information that is
available to the Project. 1In addition, the schedule shall be
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re-estimated as provided in section 4.3.1, and risks shall be
identified during the process.

The providers software configurati on Managenent process shal

i nclude a process for estimation of schedul e i npact of proposed
changes. A change to the Project naster schedule can only be
made by the Project CCB. See Section 10.0 of this docunent for
nore information.

9.7 Cost Ri sks

The provider shall report current cost and cost risks as
required (see Section 4.1). In addition, the cost to conplete
shall be re-estinmated as provided in section 4.1, and risks
shall be identified during the process.

The provider's software configuration Managenent process shal

i nclude a process for estimation of cost inpact of proposed
changes. A change to the Project's cost can only be nmade by the
Project CCB. See Section 10.0 of this docunent for nore

i nformati on.
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10. 0 CONFI GURATI ON MANAGEMENT PLAN

Sof tware configurati on managenent is the discipline of
identifying the configuration of software at discrete points in
time and systematically controlling changes to the identified
configuration for the purpose of maintaining software integrity
and traceability throughout the software life cycle. In order
to acconplish the objective given in the above definition, there
are four identified SCM functions:

Configuration Identification: identification of the conponents
that make up the software systemand definition of its
functional characteristics

Configuration Control: control of changes to those conponents

Configuration Status Accounting: reporting of status of the
processi ng of change requests and their inplenentation status

Configuration Authentication: audits to authenticate that the
controlled itens neet their requirenents and are ready for
del i very.

This Project Configuration Managenent (CM plan establishes the
processes the Project will use to manage the configuration itens
and changes to them It contains requirenents for providers of
software for configuration nanagenent. The Project CM pl an
satisfies the requirenents of GM 8040.1

10.1 Configuration Managenment Process Overvi ew

The Project configuration managenent systemw || be nanaged and
operated by the Project Configuration Managenment O ficer (CMO).
A description of the duties of the CMOis given in Section
4.3.3.3. The Project will establish an initial baseline,
consisting of this plan, the software requirenents, docunent
TBS1, the Interface Control Docunents (1CDs), and the Project
Mast er Schedul e, docunent TBS2. Additional baselines will be
established by the providers, as required in section 10.2.1
Changes to the Project baseline are designated Level | changes,
as are any changes that will inpact Project costs and the naster
schedule. All Level | changes must be dispositioned by the
Project. dCdassification of changes is discussed in section
10.2.2.2.2.

The Project will establish an operational baseline as software
is accepted fromthe providers and used for operations. This
operational baseline will be turned over to the operations and
mai nt enance contractor.

The Project has established a Software Change Control Board
(CCB), which is chaired by the software nanager. The board w |l
di sposition all Change Requests (CRs) submtted to it. Those
that require changes to the software bei ng devel oped by a

54



provi der shall be assessed for inpact by the provider before
Project CCB consideration. Level | changes referred to the
Project by providers shall include an inpact assessnment before
submi ssion to the Project CCB. The Project CMO shall maintain a
dat abase of all submtted change requests and will nanage the
process of obtaining assessnents, convening neetings of the CCB,
managi ng t he CCB agenda, recording the decisions of the board,
and passing approved CRs to providers for action.

The Project CMOw Il review all Level Il changes dispositioned
by providers to assure that they are correctly classified (see
Section 10.2.2.2.2 for a discussion of classification). The
Project CMO will conduct and/or participate in FCAs and PCAs
conducted by providers to authenticate the configurations of
provi der baseli nes.

Each provider shall plan, docunment in the provider SMP, and

i npl enent a configuration managenent plan, and shall inplenent
detail ed configurati on nanagenent procedures. Each provider
shal | nanme an Configurati on Managenent O ficer to be responsible
for the operation of the provider's CM process. Each provider
shal | establish a provider level CCB to disposition at |east
Level Il CRs (see section 10.2.2.2.2), and if needed, |ower

| evel CCBs to disposition | ower |evel change requests. Each
provi der shall establish a programlibrary to take physical
control of each baselined item The Project will review and
approve the provider CM plan as part of its review and approval
of the provider's SM.

10. 2 Configuration Control Activities

Section 10.2 identifies the activities to be perforned by the
Project and the Provider to inplenent the four primary
configuration managenent functions.

10. 2.1 Configuration Identification

Configuration identification is the process of defining each
baseline to be established during the software life cycle, by
describing the software configuration itens and associ at ed
docunent ati on that conprise each baseline, and by recording the
names, versions, and other identifiers of each conponent of the
basel i ne.

CSCls to be devel oped are described in Section 3 of this
docunent. Additional CSCls may be designated by providers in
accordance with the criteria given in section 5.4.4.1.
Providers shall include in their SMPs a nethod of designating
each CSCI by the devel opnent of a nunbering and nam ng schene
that can be used to correlate the software itens with their
conponents and their associ ated docunentati on.

The provider shall establish the follow ng baselines, with
contents as not ed:
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10.2.1.1 Software Requirenents Baseline

The software requirenents baseline is struck after the

conpl etion of the requirenents anal ysis phase and the
satisfactory resolution of issues raised at the phase endi ng
Software Requirenents Review (SRR). The requirenments baseline
shall contain the approved software requirenents specification
and interface requirenents docunents. It shall also contain

ot her rel evant provider managenent docunentati on such as the SWP
and the first version of test plans. These docunents detai

the provider's approach to managi ng, devel oping, testing,
assuring, and controlling the software. The baseline shal

i ncl ude applicabl e standards and procedures that will be adhered
to during the devel opnent of the software.

10.2.1.2 Software All ocated Baseline

The All ocated baseline shall be struck after the conpletion of
the prelimnary design phase and the resolution of any probl ens
raised at the Software Prelimnary (Architectural) Design Review
(PDR). The baseline shall contain all the updated docunents
fromthe Requirenments baseline, along with the architectura
design specification. The baseline shall also contain a
software build (or release) plan and test plans.

10.2.1.3 Software Design Baseline

The software design baseline shall be struck after the

conpl etion of detailed design and the resolution of problens
rai sed at the phase ending Software Critical Design Review
(CDR). The software design baseline shall contain the detailed
(code to) design for the software. This docunent shall include
designs at a level and in a formthat such that unit design,
coding, and testing can be performed. The updated contents of
the allocated baseline shall be part of this baseline,
specifically to include updated test and build plans.

10.2.1.4 Software Code Basel i ne

At the end of the inplenentation phase, the Code Baseline shal
be struck. It shall be struck after the software conponents
(units) have been coded and successfully passed unit test. The
units shall be transferred fromthe control of the provider
devel opnent al organi zation to the control of the provider CMO
and placed under configuration managenent in a programlibrary.
The Code baseline may be built increnmentally throughout the

i npl enentati on process as each unit of code is successfully

i nspected and unit tested.

The Code baseline is the basis for CSClI and systemintegration

testing. It shall include the updated Design baseline, with
conpl eted integration test plans.
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10.2.1.5 Software Integrated Baseline

The provider's testing organi zation shall use the code baseline,
whi ch shall include baselined test plans, to test and integrate
the CSCls and then to integrate theminto a deliverable system
After the controlled software conponents have been integrated
and tested, the integrated software shall be placed under
configuration nmanagenent control in the programlibrary.

The Software |Integrated baseline shall contain the deliverable
sof tware and docunents, updated to show as built design. Al ong
with the software, all other deliverable itens, such as
popul at ed data bases and tabl es, conputer installation
procedure, and test beds shall be part of this baseline.

10.2.1.6 Software Product Baseline

The conpl eted Software |Integrated baseline shall be used by the
provi der to conduct acceptance readiness testing. As defined in
section 8.2, this is formal testing that is witnessed by the
Project. After conpletion of the testing, the phase ending Test
Readi ness Review, and the formal audits (FCA and PCA) the
Product Baseline shall be established.

The Software Product Baseline shall contain all of the elenments
of the Integrated Baseline, with corrections nade for any
nonconf ormances detected during the testing process. The
Product Baseline shall be delivered to the Project for
acceptance testing.

10.2.1.7 Software Accepted (As-Built) Baseline

The Project shall conduct a formal acceptance test on the
Product Baseline, using independently devel oped test plans and
procedures. After successful conpletion of this testing and
correction of nonconfornmances, the Accepted Baseline is
established. The Accepted Baseline shall contain all elenents
of the Product baseline with corrections.

10. 2.2 Confi guration Change Control

Configuration change control is the systematic process for

eval uating, coordinating, and deciding on the disposition of
proposed changes to the configuration itens, and for

i npl enenti ng those changes to baselined software and associ at ed
docunentati on. The change control process ensures that the
changes whi ch have been initiated are classified, eval uated,
approved or di sapproved, docunented, inplenmented, and verified.
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10.2.2.1 Controlled Storage and Rel ease Managenent

The provider shall establish a programlibrary, and shal
designate a librarian to nanage and operate the programlibrary.
The programlibrary shall provide actual storage and physi cal
control of the contents of each baseline. The programlibrary
shall contain the official copies of all baselined itens that
make up the various CSCl s.

The provider programlibrary and librarian shall be under the
direction of the CMO. It shall accept docunents, code, data
files, and other conponents of baselines and shall maintain them
in secure storage. It shall issue working copies to devel opers
for authorized changes, and shall keep records and historical
copies of all versions of the conponents of baselines. It shal
make copi es of baselined software for testing and distribution,
and shall prepare version description docunents.

The program|library shall have access to conputer resources for
t he mai nt enance of baselines, records, and files.

The Project will establish a Project programlibrary, with a
designated librarian that supports the Project CMO to control
the Project baseline and to accept and control products
delivered fromthe providers.

10.2.2.2 Change Control Flow

An orderly change process is necessary to ensure that only
approved changes will be inplenented into any baselined docunent
or software. Figure FIG3 shows a sinple overview of the change
process. The steps within the overall process shall be:

10.2.2.2.1 Initiation

The Project has established a Change Request form (see section
10.2.2.3)for use in docunenting proposed changes and their

di sposition. Each provider shall set up a CR form containing at
| east the information in the Project form Electronic forns may
be used.

CR fornms shall be submtted to the Project CMO for Project |evel
changes, and to the provider CMO for provider |evel changes.

The Project CMO receives the CR and reviews it for clarity and
conpl eteness. |If the CMO determnes that the CR is not

conplete, it is returned to the originator. Once conplete, the
CMO assigns the CR a unique identifier for tracking purposes and
records information about the CR into the change request
tracki ng data base.

In the SMP, each provider shall describe the tracking data base

to be established and the procedures to be followed to assure
its conpleteness and integrity.
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10.2.2.2.2 Cl assification

Changes to software and associ ated docunentation shall be
classified according to the inpact of the change and the
approval authority needed. Level | shall be assigned to changes
that would affect the Project |evel requirenents, externa
interfaces, systemcost, and/or delivery schedule. These
changes can only be approved by the Project.

Level 1l and | ower changes shall be dispositioned by the
Provider, with copies of Level Il changes sent to the Project
for review Level Il changes shall be those that affect the

interfaces between CSCls and the allocation of functions to
CSCls, or effect conmponent |evel cost and schedule. These
changes generally shall be approved only by the provider
Project |evel CCB. Lower |evels of changes, for exanple, those
that affect CSCl internal design and division of functionality,
may be established by the provider and dispositioned at | ower

| evel s.

10.2.2.2.3 Change Eval uation
The Project will do analysis of the inpact of each CR received,
or will send themto the provider for analysis. Each provider

shall analyze all CRs sent to it by the Project.

The provider Configuration Control process shall provide for

anal ysis of changes in ternms of inpact to systemfunctionality,
utility, cost, and schedule. Each change shall also be anal yzed
for inmpact on software safety, reliability, maintainability,
transportability, and efficiency. The analysis shall be
docunented in a report which shall describe the changes that
woul d have to be nade to inplement the CR, the CSCls and
docunents that would have to be changed, and the resources
needed to make the change. The report shall be identified with
the sane unique identifier as the CR, and shall becone part of a
change package, along with the CR

10.2.2.2.4 Change Di spositioning

Level | changes will be dispositioned by the Project CCB
Changes at Level |l and bel ow shall be dispositioned by the
provi der CCB. Each CCB shall evaluate the desirability of a
change verses the cost of the change, as described in the

anal ysis report. The CCB shall approve, disapprove, or defer a
change request.

Di spositioned itens shall be sent to the CMO for action and for
recording of the disposition. The originator of the CR shall be
notified of the disposition made by the CCB. Rejected CRs shal
be sent to the originator along with the CCB rationale for
rejection. Deferred CRs shall be filed, to be sent back to the
board at the proper tine.
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The CMO, acting as the secretariat of the CCB, shall prepare,
distribute, and file the neeting m nutes, and shall maintain
records of the current status of the CR These records shall be
mai nt ai ned avail able for audit by provider and Project QA

10.2.2.2.5 | mpl enent ati on

Approved CRs shall result in a change authorization notice which
aut horizes and directs the inplenentation of the change in the
sof tware and associ ated docunent ati on.

For the Project, this change authorization will result in
technical direction to the provider or in a contract change,
depending on the inpact of the change. The Software Manager
will direct the preparation of the appropriate docunent.

10.2.2.2.6 Verification

| mpl enment ed changes shall be verified by the software provider.
If the inplementation involves code changes, the provider shal
determne if the verification requires the rerun of tests in the
test plan or the devel opnment of a addition to the test plan.
Regression testing shall be included in the tests to assure that
errors have not been introduced in existing functions by the
change.

After the successful inplenentation and testing of the change
described in the CR the CMO shall record the occurrence of this
process into the change request tracking data base or files.

10.2.2.2.7 Basel i ne Change Control

Changes to software shall not be recorded as conplete until the
physi cal changes have been inplenmented and tested and the
changes to baselined associ ated docunentati on have been nade and
t he docunents distributed.

The Provider shall document, in a procedure, the initiation,
transmttal, review, disposition, inplenentation, and tracking
of change requests and di screpancy reports. In the SWMP, the
Provi der shall use a graphic representation of the change
control flow

10.2.2.3 Change Docunent ation

The CR formto be used by the Project is shown in Figure FI 3.
The docunentation of CRs submtted to the Project will include
the CR, the analysis report, and the disposition of the CR
Status of the CRwill be nmaintained by the CMO, and nonthly
reports will be issued that show, for each CR its nunber, its
title, the submttor, its status, and its disposition.

The provider shall nmaintain at |east the same docunentation as
the Project, as described in 10.2. 2. 2. The provider CR form

60



shall contain at |east the same information as the Project CR
form The provider shall describe in the SMP each report used
in the configuration nmanagenent process and explain its purpose
and use. This description(s) shall include an exanple of each
report formand cite the location where the information is
st or ed.

10.2.2.4 Change Revi ew Process

The Project review process begins with the screening of each CR
by the CMO. Each CR is checked for conpleteness and clarity,

bef ore being accepted fromthe originator. After a conplete and
clear CRis obtained, the CMO sends it to the appropriate
techni cal manger for review and analysis. Each change is
assessed in terns of inpact to systemfunctionality, utility,
cost, and schedule. Each change will also be anal yzed for

i npact on software safety, reliability, maintainability,
transportability, and efficiency.

The anal ysis report, which describes the changes that woul d have
to be nade to inplenent the CR, the CSCls and docunents that
woul d have to be changed, and the resources needed to do the
change, is sent back to the CMO

The CMO prepares a revi ew package for each CR, containing the
change proposal, relevant docunents, and the analysis by the
devel opers, and sends it to the CCB nenbers. The CMO, who is
the CCB Secretary, prepares the neeting agendas and records the
nmeeti ng m nutes.

At a CCB neeting, each CR on the agenda is covered in turn.

Each nmenber discusses the pros and cons of accepting the CR from
their point of view and within their areas of expertise. The
CCB chai rperson, who is the software manager, is responsible for
maki ng the final decision.

The disposition of the CRwill be recorded by the CMO, who will
maintain files of CRs, the analysis reports, the disposition,
and the inplenentation process.

The provider shall describe in the SMP the process by which each
control and review board for configuration nmanagenent carries
out its responsibilities and functions and how each board w ||
provi de historical traceability with respect to the
configuration identification schene.

10.2.3 Configuration Status Accounting

Configuration status accounting is the process that provides for
traceability of changes to the software. |t ensures that status
is recorded, nonitored, and reported on both pendi ng and

conpl eted actions affecting software baselines. The process

al so defines the current as-built status of the code and
associ at ed docunent ati on.
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The Project CMO and librarian will be responsible for
configuration status accounting and the record keepi ng and
reporting activities that constitute it. Records shall be kept
that contain the identifications of the initial software and
associ ated docunents and their current status, status of
evol vi ng baselines, status of proposed and approved changes, and
the inplenentation status of approved changes. Reports shall be
i ssued that docunent the information contained in the records.

Each provider shall describe in the SMP the configuration status
accounting process to be used and the records and reports to be
i ssued. Records and reports shall, as a mninmum contain the
information the Project’'s records contain as defined in this
secti on.

10. 2.4 Configuration Authentication

Configuration authentication is the verification that a

del i verabl e software baseline contains all of the itens which
are required, and that these itens have thensel ves been
verified, i.e., they satisfy their requirenents. The

aut henti cati on function usually consists of two "audits": a
functional configuration audit and a physical configuration
audit. Functional audits authenticate that the software has
been tested to assure that it perforns in accordance with
requi renents in the baseline docunentation. Physical audits
aut henticate that the software to be delivered contains all of
t he requi red conponents, documents, and dat a.

The Provider shall describe the approach to Functi onal
Configuration Audits (FCAs), and Physical Configuration Audits
(PCAs) in the SMP. As a mninmum an FCA and a PCA shall be
conduct ed before each delivery of code products to the Project.
The Project shall be notified of all FCAs and PCAs to be
conducted by the provider and provision shall be nade for
Project participation in each.
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11. 0 DELI VERY AND OPERATI ONAL TRANSI TI ON PLAN
TBS
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12. 0 ABBREVI ATI ONS AND ACRONYMs

CASE Comput er Ai ded Sof tware Engi neering
CCB Configuration Control Board

CDR Critical Design Review

CM Confi gurati on Managenent

CMO Confi guration Managenent O ficer
COTS Conmerci al O f-The- Shel f

CPU Central Processing Unit

CR Change Request

CSC Conmput er Sof t war e Conponent

CSsCl Comput er Software Configuration Item
CSuU Comput er Software Unit

D D Data |tem Description

FCA Functional Configuration Audit
GFS Gover nment Furni shed Sof tware

GM GSFC Managenent Instruction

HCL H gh Order Language

/0O | nput / Qut put

| CD I nterface Control Docunent

| TSG | ndependent Software Test G oup
NPV Nunerical Progress Val ue

NRCA Nonconformance Reporting and Corrective Action
PCA Physi cal Configuration Audit

PDR Prelim nary Design Review

PMS Proj ect Measurenent System

SAM Sof t war e Assurance Manager

SCM Sof tware Confi gurati on Managenent
SDF Sof t war e Devel opnent Fol der

SDL Sof t war e Devel opnent Library

SEE Sof t war e Support Environment

SM Sof t war e Manager

S\VP Sof t war e Managenent Pl an

SMR Sof t war e Managenent Revi ew

SPAR St andard Payl oad Assurance Requirenents
SQA Software Quality Assurance

SQE Software Qual ity Engi neering
SRMB Sof tware Ri sk Managenent Board

SRR Sof t war e Requirenents Revi ew

SSR Sof t ware Specifications Review
TRR Test Readi ness Revi ew

V&V Verification and Validation

V\BS Wor k Breakdown Structure
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13. 0 GLOSSARY
TBS
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